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Abstract
This study aimed to develop a Knowledge Management (KM) framework that will aid
coordination and collaboration among the disparate emergency responders in Zimbabwe. The
research employed a multi-theoretical approach, utilising the Actor Network Theory,
Structuration Theory, and the 7S Model as both theoretical and analytical frameworks. This
integration of complementary theories provided a robust and multidimensional lens to examine
the complex dynamics of disaster response and KM. The study adopted critical realist ontology
and epistemology. A case study approach was used using the Department of Civil Protection.
The Design Science Research methodology was used together with the participatory action
research. Multistage sampling techniques using purposive and convenience sampling were
employed to identify the participants in this study. Interviews were used to collect the data and
26 interviews were conducted until data saturation was obtained. Data was analysed using
ATLAS.1i.24. The following actions were identified as coordination mechanisms that the DCP
is currently employing: the civil protection structure, how disaster information flows, how
disaster knowledge is managed, capacity building, the adoption of the Incident Command
System, the use of Memorandum of Understanding, the use of Standard Operating
Procedures as well as debriefing and knowledge sharing. The barriers that were identified as
hindering effective coordination and collaboration among responders were the structure of the
DCP, the way disaster communication takes place, a low e-government uptake, a lack of
resources, culture and poor disaster KM. The KM strategies that were recommended include
developing a single disaster knowledge repository, investing in indigenous knowledge-based
early warning systems, capacity building, adopting technologies in disaster response,
engaging in partnerships for KM, governance and fostering a knowledge culture. The findings
of the study resulted in the development of a novel KM framework that facilitates a more
structured approach to disaster coordination. The framework is based on four interconnected
components: knowledge capture and acquisition, knowledge storage, knowledge processing
and analysis and, lastly, knowledge sharing, transfer and dissemination. The framework
hinges on an information technology infrastructure backbone, supporting the KM cycle. The
DCP can use technology to gather and capture disaster information and knowledge, store,
process and analyse the information and also disseminate the information. However,
technology alone does not guarantee effective emergency and crisis coordination. Supporting
structures need to be in place, and these include: structure, leadership, change management
and communication, capacity building, governance and compliance and monitoring and

evaluation. The framework was validated using expert interviews.
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CHAPTER ONE
INTRODUCTION

1.1 Introduction and background of the study

Each year the world is struck by disasters that threaten human security and welfare (Neville,
Riordan, Pope, Rauner, Madden, Sweeney, Nussbaumer & Brien, 2016; Oktari, Munadi, K.,
Idroes, R., & Sofyan, 2020). However, responding effectively to such disaster is a major
challenge for most nations (Wang & Wang, 2009). This problem occurs because responding
to such a crisis involves a high demand for a critical mass of individuals and organisations
such as the army, police, fire and non-governmental organisations, among other national
entities that have different stakes in disaster recovery programmes. Thus, for a disaster to
be dealt with effectively, it is important that there is effective sharing of relevant and reliable
information between the citizens and the responders as well as amongst the responders
(Bjerge, Clark, Fisker & Raju, 2016). According to Stanton, Salmon, Walker, Salas and
Hancock (2017), effective information sharing does not mean the exchange of information with
every emergency responder, it means timeous sharing of only the information that is of
relevance to the emergency responder’s role or function. Effective coordination and
information sharing aid in the achievement of effective disaster response that was described
by Waring, Alison, Carter, Barrett-Pink, Humann, Swan and Zilinsky (2018) as restoring
normalcy as speedily as possible. This notion was supported by Usuda, Hanashima, Sato
and Sano (2017) who argue that there should be effective sharing and unification of disaster
information so that each emergency responder can quickly and efficiently respond to the
disaster, ultimately maximising a nation’s response capacity. Hameed, Naja, Cheeti,
Sheokand, Mago and Desai (2020) have also called for an urgent need for close coordination
and collaboration among crisis responders because pandemics such as the coronavirus, has
pushed for effective information sharing within and across jurisdictional borders. However,
Bjerge et al. (2016) observed that there is a dearth of information coordination and
collaboration among responders that usually leads to overlapping initiatives and extensive

resource mismanagement which ultimately leads to loss of lives and livelihoods.

Coordination has been described as the foundation for collaboration since the concept
presents highest levels of trust, commitment and information sharing (Wankmdiller & Reiner,
2019). Coordination means harmonising the various emergency response activities to
eliminate duplication of services and gaps. Humanitarian coordination is used as a tool to
achieve behaviour that is organised and produces desired outcomes such as efficiency,

effectiveness and accountability in crisis response. Effective coordination leads to stronger
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collaboration. Collaboration refers to the mutual sharing of information, being an art of working
together jointly to achieve set goals within a given time frame. According to Wankmdiller &
Reiner (2019) there is need for high levels of coordination and collaboration amongst the
emergency responders for efficient logistic processes to aid aspects such as transport,
procurement and warehousing. Furthermore Abbasi and Kapucu (2016) note, however, that
coordination in emergency response is complex and demanding because it creates intense
time pressure and urgency. Coordination has been identified as a critical failure factor to

effective response to large-scale crises and disasters.

In disaster situations, the ability of responders to quickly react to a crisis depends on the quality
and nature of information at their disposal, and the extent to which they understand the current
situation (O’Brien, Read & Salmon, 2020). Unfortunately, this information is not always readily
available because the data is widely scattered and integrating the heterogeneous sources of
information is difficult. Another barrier to organized information sharing in the disaster
management (DM) sector is the availability of vast amounts of information that is sometimes
not relevant to the stakeholder’s requirements at that time (Bjerge et al., 2016), and a lack of
professional knowledge of DM. Inter-organisational collaboration in a disaster, thus, is
complex because catastrophic disasters can putatively prompt the creation of new networks
of actors such as local and global humanitarian actors. In this setup, effective coordination,
communication and sharing of information and knowledge is essential because the parties
involved share ideas, experience and knowledge to attain the collective vision. Information
communication technology (ICT) has the potential to address these challenges in

humanitarian information management, thus, improving coordination.

There is general agreement in related literature that ICT plays a very pivotal role in information
coordination and collaboration in all stages of the DM process (Mohan & Mittal, 2020; Shaw,
2021). There is a need to create a flexible information infrastructure that manages the dynamic
information exchange among the various emergency responders. For this system to be
effective, it must be capable of timeously disseminating the relevant information to the
appropriate party in the right format to support prompt decision making (Stanton et al., 2017).
It is argued in this research study that knowledge management (KM), due to its
multidisciplinary nature, can provide the necessary interconnectedness of these diverse
organisations that are responsible for responding to disaster as well as to the affected
communities. Oktari, Munadi, Idroes and Sofyan (2020) points out that due to lack of
coordination and collaboration in DM, disaster knowledge and experience remain at an
individual and institutional level, thus, information on DM strategies is fragmented. This

situation negatively affects the responsiveness of organisations to disaster, leading to

~
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‘reinventing the wheel’ in projects and programme management. KM within the DM context
focuses on availing the correct knowledge to the right people in the exact place at the correct
time. Therefore, KM presents a possible environment for addressing the aforementioned
limitations. The purpose of this chapter is to provide an overview of the problem of crisis
coordination in the Zimbabwean context and the proposed solution to address this situation.
The background of the problem is given as well as the objectives of the study. Figure 1.1 below

gives the reader a roadmap of the chapter.

INTRODUCTION

1.1 Introduction and Background of the Study
1.2 Research Problem
1.3 Research Aims and Objectives
1.4 Research Questions
1.5 Significance of the Study
1.6 Overview of the Thesis Structure

1.7 Chapter Summary

Figure 1.1: Chapter outline

Source: Author

1.1.1 Background to the research context

In Zimbabwe, the government ministry responsible for disaster coordination is the Department
of Civil Protection (DCP) that is under the Ministry of Local Government Public Works and
National Housing (MLGPWNH). This mandate is achieved through the National Civil
Protection Coordination Committee (NCPCC) that plays a leading role in informing the overall
framework for the coordination, execution and promotion of DM in Zimbabwe. There are also
both the Provincial Civil Protection Committee (PCPC) and the District Civil Protection
Committee (DCPC) composed of representatives from various sectors. Whenever there is a
disaster of great magnitude, the MLGPWNH’s DCP, led by the District Development
Coordinator (DDC) is activated in that district to protect and assist the affected persons or
those people likely to be affected by the disaster. A multisector approach is used whereby

various organisations jointly respond to the disaster.



Natural disasters have become recurrent and more destructive in Zimbabwe. The researcher
contends, therefore, that it is important that lessons be learnt from past disasters so as to
improve responses to future disasters. Floods have become one of the major disasters in
Zimbabwe. In 2000, Zimbabwe was hit by Cyclone Eline that resulted in more than 250 000
people being marooned, 90 dead and roughly US$7.5 million in financial losses. In March
2019, Zimbabwe was hit by the worst natural disaster, cyclone Idai, an event that was
characterised by heavy rains, mudslides and flooding. Cyclone Idai destroyed infrastructure
and marooned thousands of people, left hundreds of people dead and hundreds more
unaccounted for. The cyclone also overwhelmed the government leaving it with little resources
to respond to the crisis. COVID-19 also affected the country. In all these disasters, the country
activated its crisis coordinating organ, the DCP, to coordinate the emergency response.
Unfortunately, this point of reference for DM was incapacitated to carry out the coordination
role for such catastrophic disasters, specifically cyclone Idai. One major challenge identified
in cyclone ldai was access to information to express the type of humanitarian assistance
required. Several individuals, humanitarian actors and organisations that entered the affected
provinces could not attain relevant, timely information from DCP to assist them in responding
effectively to the emergency (Christian Blind Mission, 2019). Thus, information sharing was
ineffective because various responders could not access the relevant information that would
have assisted them in making prompt sound decisions. This scenario contradicts the views of
Stanton et al. (2017) who define effective information sharing as the timeous sharing of only

the information that is of relevance to the emergency responder’s role or function.

During Cyclone ldai, transporting the right supplies to the victims was a daunting task. The
affected populations suffered because their critical needs could not be satisfied on time, while
non-priority items arrived at the disaster sites. This processing and delivery of wrong supplies
added to the congestion of transport, distribution nodes and overwhelmed warehouses that
stored the donated goods, some of which expired while in the warehouses. This situation
resulted in what is known as “the second crisis”, i.e., the flooding of inappropriate donated
materials to disaster areas. There was a lack of identification of essential information, such as
when the various stakeholders needed specific supplies. The appropriate coordination and
collaboration of emergency responders could have avoided this wasteful duplication and
victim needs could have been fulfilled timeously. These problems could have been avoided
as pointed out by Usuda et al. (2017) who stress the importance of effective sharing and
unification of disaster information. Such a practice ensures that each emergency responder
can quickly and effectively react and, thus, maximise a nation’s response capacity and

reduction in loss of lives and livelihoods (Bjerge et al., 2016).



The lack of effective coordination and collaboration by DCP can have a significant negative
impact, especially on low-income households in the country. As observed by Hallegatte, Vogt-
Schilb, Bangalore and Rozenberg (2017), the impact of ineffective DM can range from
property damage, physical damage and financial impact to homelessness. Hence, natural
disasters have continued to make it more likely that poor people will remain impoverished,
thus leading to the vicious poverty cycle, especially for developing countries such as
Zimbabwe. Effective coordination and collaboration in crisis response can be proffered
through the utilisation of KM resulting in the reduction of the poor service provided to the

affected communities.

1.2 Research problem

Against the background described above, this research study, therefore, sought to address

the following problem:

There is a lack of coordinated information and knowledge regarding natural disasters and
emergencies, which undermines collaboration among various responding organisations. This
disconnection among actors results in slow decision-making processes and prolonged
response times, ultimately hindering the effectiveness of disaster response efforts and

exacerbating the vulnerabilities faced by affected communities.

While some frameworks address aspects of coordination and collaboration, few
comprehensively integrate KM principles to enhance information sharing and collective action
among diverse responders. For instance, Zainol et al. (2023) developed a framework aimed
at measuring community disaster awareness and preparedness, guided by the Theory of
Planned Behavior, which emphasises the role of attitudes, social norms, and behavioral
control in shaping responses to disasters. Similarly, Grolinger et al., (2013) proposed a
framework for managing disaster-related data using cloud computing and NoSQL
technologies, focusing on interoperability and robust data storage solutions to facilitate
seamless data access among stakeholders. Additionally, Badarudin et al. (2017) utilised data
mining processes for rainfall prediction to mitigate hydro-meteorological disasters in Brunei,
integrating expert knowledge and satellite data while employing the CRISP-DM methodology

for systematic data analysis.

Despite these contributions, existing frameworks predominantly adopt a disciplinary approach
and or focus on single aspects of the KM lifecycle. However, given the complex and

multifaceted nature of disasters, there is a pressing need for a transdisciplinary approach that



integrates diverse perspectives, knowledge, and skills from various fields to foster a more
cohesive and effective disaster response strategy that improves the outcomes for the affected
populations. This gap in the literature highlights the urgent need for a robust KM framework
specifically tailored for disaster management that not only facilitates effective communication

and collaboration but also adapts to the dynamic nature of disaster scenarios.

1.3 Research aims and objectives

1.3.1 Aim

The study aimed to develop a KM framework that would aid coordination and collaboration

among the disparate emergency responders in Zimbabwe.

1.3.2 Objectives

1. To examine current coordination mechanisms and collaboration practices employed
by DCP in emergency response.

2. To identify the potential barriers to effective coordination and collaboration amongst
the emergency responders in Zimbabwe.

3. To recommend key KM strategies that DCP can implement to ensure effective
coordination and collaboration among emergency responders in Zimbabwe.

4. To propose a KM framework that will improve coordination and collaboration among
emergency responders in Zimbabwe.

5. To validate the KM framework by testing its usefulness and appropriateness for

emergency responders.

14 Research question

The main research question is:

What are the key constructs that guide the development of a KM framework to improve

coordination and collaboration among emergency responders in Zimbabwe?

Central to this main question are the following sub-questions:
1. What are the current coordination mechanisms and collaboration practices employed
by DCP?
2. What are the potential barriers to effective coordination and information sharing among

emergency responders?



3. What key KM strategies can DCP implement to ensure effective coordination and
collaboration among emergency responders in Zimbabwe?

4. What are the key constructs that guide the development of a KM framework to improve
coordination and collaboration among emergency responders in Zimbabwe?

5. How well will the proposed KM framework address the problem of the lack of

coordination and collaboration in emergency response?

1.5  Significance of the study

It is anticipated that the findings from this study will be beneficial to several stakeholders:

Government ministries responsible for crisis response coordination: This research study
designed an implementable knowledge based solution (based on IT infrastructure) that should
ensure timeous sharing and visualisation of the information that is relevant to the specific
emergency responder’s function and, hence, support its prompt decision making. This has the
potential to significantly improve crisis coordination and collaboration and, ultimately, the

effectiveness of the response effort.

Emergency Responders: The implementable KM framework enhances the emergency
response capabilities of NGOs, government, experts and all stakeholders involved in
emergency response. This framework provides these responders with the relevant information

that they need to make decisions.

The ordinary citizens: The KM framework leads to emergency responders’ faster response to
crises. This practice helps affected communities by saving lives and property since the nation’s

emergency response team will be more agile, robust and effective.

AU-African Union: The KM framework is a step towards a comprehensive ‘homegrown’ African
response that is needed to address problems affecting Africa. It is of significance to the African
Union Commission, member states, the regional economic blocs and African citizens because
it acts as a strategy to improve the current African system in preparing and dealing with natural

disasters, as well as the process towards recovery from such incidents.

Academia: Despite the existence of a knowledge economy in which knowledge is the basis of
competitiveness for organisations, KM is still in its infancy in the academic field and few
universities in Southern Africa offer it as a ‘standalone’ course. This research study advocates

for the introduction of KM courses in Zimbabwean universities. The KM framework can help

-
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leaders in the academic field craft content for a KM course that prepares students for dealing
with the information and knowledge challenges affecting organisations. Such a practice will
also augment the body of knowledge on KM, which is a fairly new and, thus, under-researched

concept, especially in government.

1.6 Overview of thesis structure

The final thesis emanating from the research comprises nine chapters that focus on the

following areas:

Chapter One: Introduction

This chapter presents the introduction and background to the study. The research problem is
clearly articulated and the research objectives outlined. Other issues discussed in this chapter
include the significance of the study. The last section of the chapter contains an overview of

the thesis structure.

Chapter Two: Disaster Management and Coordination

This chapter provides a comprehensive analysis of literature that addresses the study’s
research objective 1: To examine current coordination mechanisms and collaboration
practices employed by DCP during emergency response. It also addresses research objective
2: To identify the potential barriers to effective coordination and collaboration amongst the
emergency responders in Zimbabwe. The chapter begins with an overview of DM and then
explores the structure and role of the Incident Command System (ICS). The final section
examines the formal and informal processes, practices, manners, techniques and systems
used to achieve crisis coordination (collectively known as the coordination mechanisms) that
are established to resolve crisis coordination issues, as well as the barriers to effective

coordination.

Chapter Three: Knowledge Management and ICTs for Emergency and Crisis Response
This chapter undertakes a comprehensive literature review to address research objective 3
which primarily focuses on proposing effective KM strategies for promoting coordination and
collaboration among emergency responders in Zimbabwe, particularly within the context of
crisis response scenarios. The central research inquiry focuses on identifying KM strategies
capable of augmenting crisis coordination and collaboration. The chapter reviews the literature
on the knowledge-based view comprising an overview of the KM life cycle and how to leverage
ICT to enhance the KM lifecycle. The various KM frameworks and strategies for crisis

response are reviewed. A conceptual framework is presented, followed by a chapter summary.



Chapter Four: Theoretical Underpinnings
The theoretical frameworks underpinning the study — the Actor Network theory, the

Structuration theory and the 7S McKinsey model — are discussed in this chapter.

Chapter Five: Research Philosophy and Methodology

This chapter presents the essential elements of the research and offers justification for the
diverse array of decisions made when opting for the foundational philosophical approaches
that underpin this investigation. The initial segment delves into the researcher's inherent
embracement of ontological and epistemological viewpoints. These viewpoints subsequently
mold the researcher's selection of research methodologies. The examination of the research
paradigm ensues, accompanied by a discourse on the methodology and the reasoning behind
each choice. Moreover, the chapter tackles subjects such as population and sampling
techniques and provides an in-depth explanation of the methodology for data collection and

the techniques for data analysis that are employed in this study.

Chapter Six: Data Analysis and Presentation

This chapter presents the research findings. The chapter initially describes the analysis
process and the findings in relation to the research questions. It answers research question 1
“What are the current coordination mechanisms and collaboration practices employed by
DCP?”, research question 2 “What are the potential barriers to effective coordination and
information sharing among emergency responders?’, research question 3 “What key KM
strategies can DCP implement to ensure effective coordination and collaboration among
emergency responders in Zimbabwe?”. The chapter synthesises all the research findings
using the Actor Network theory, Structuration theory and the 7S McKinsey Model to identify
key constructs that guide the development of the KM framework. Thus the chapter also
answers research question 4 “What are the key constructs that guide the development of a
KM framework to improve coordination and collaboration among emergency responders in

Zimbabwe?”.

Chapter Seven: Discussion of Findings

This chapter discusses the research findings presented in Chapter 6. In addition, it examines
the theoretical, practical and empirical significance of these findings, highlighting their potential
implications for future research, policy and or practice as well as possible reasons for their

alignment or contradiction with prior literature.
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Chapter Eight: Framework Development and Validation

This chapter integrates the key KM constructs identified in Chapter 6 to develop a KM
framework. It also discusses how the framework will be evaluated and the methods used for
its validation. This chapter therefore answers research question 4: “What are the key
constructs that guide the development of a KM framework to improve coordination and
collaboration among emergency responders in Zimbabwe?” and research question 5: “How
well will the proposed KM framework address the problem of the lack of coordination and

collaboration in emergency response?”.

Chapter Nine: Conclusions, Contributions and Limitations
This chapter contains the conclusions drawn from the study. Its contribution as well as its

limitations are then discussed.

1.7 Chapter summary

This chapter provided an overview of the problem that motivated this research study. The
issue of crisis response in Zimbabwe together with the lack of coordinated information and
knowledge was discussed. The chapter set the tone for the research and discussed the
research problem, research objectives and the research questions. The final section gave an

outline of the whole thesis.



CHAPTER TWO

DISASTER MANAGEMENT AND COORDINATION

2.1 Introduction

The maijor purpose of the literature reviewed in this chapter is to comprehensively analyse two
broad questions. First: “What are the coordination mechanisms and collaboration practices
employed by emergency responders?” Second: “What are the barriers to effective
coordination and collaboration amongst emergency responders?”. These two broad questions
seek to theoretically address this study’s research objective 1: “To examine current
coordination mechanisms and collaboration practices employed by DCP in emergency
response”, as well as research objective 2: “To identify the potential barriers to effective
coordination and collaboration amongst the emergency responders in Zimbabwe”. Figure 2.1

below provides the road map for this chapter.

DISASTER MANAGEMENT AND COORDINATION

2.1 Introduction

2.2 Disaster Management Overview
2.3 Organisational Theory in Disaster Management
2.4 Crisis Coordination Mechanism and Collaboration Practices

2.5 Barriers to Effective Coordination and Collaboration

2.6 Chapter Insights Guiding Framework Development

2.7 Chapter Summary

Figure 2.1: Chapter outline

Source: Author

2.2 Disaster management overview

This section presents an overview of Disaster Management (DM). It commences with an
overview of the disaster situation, followed by definitions of disaster and DM. Lastly it

discusses the requirements for effective DM.



2.2.1 Disaster situation overview

DM involves many organisations and joint decision-making activities that are frequently
characterised by a high degree of complexity concerning different knowledge sources
dispersed across space, time and people (Ali, Mohammad, Ahmad & Hidayati, 2015). In
emergency/crisis response, the humanitarian community requires a vast variety of information
related to the situation on the ground, such as the availability and movement of all relief
supplies and expertise, disease surveillance, population displacement and meteorological
satellite maps or images. Hernandez-escobedo (2015) noted that different organisations
require different information, for example donor organisations may require information related
to trends in disaster and the needs of the victims. Aid workers may require information
regarding the dispatch of supplies while agency officers may need personnel information. In
all emergency operations, it is crucial to collaborate by timeously sharing accurate, relevant
and comprehensive information (Zhang, Zhou & Nunamaker, 2002), thus, effective DM is

needed to save lives and infrastructure.

2.2.2 Disaster and DM definition

Disaster: A disaster is an unanticipated event that is frequently abrupt. It results in significant
destruction, damage and human distress (Ali et al., 2015). This situation usually exceeds the
capabilities of the local response and results in the need for external aid from national or
international sources. A disaster can be either a sudden or progressive natural or man-made
event whose impact is such that the affected community must respond through exceptional
measures. FEMA (2004) defines a disaster as an occurrence of a technological accident,
natural catastrophe or humanly-caused event that results in severe damage to property,
multiple injuries or even death. A disaster can exceed the response capabilities of the local
jurisdiction, requiring national or international involvement. According to Bunker, Levine and
Woody (2014), disaster occurs through different media (land, air and/or water) and has
different agency types (natural activities or explosions), lead times to warnings, lapsed time to

their full effect, magnitudes, amplitudes, size covered and impacts to society and environment

While all the definitions above agree on the general concepts of disaster, they offer some
differences. For example, all the definitions acknowledge that a disaster can be an
unanticipated man-made or natural event that it is destructive and causes damage and human

suffering. All the definitions concur that disaster can exceed the response capabilities of the



local jurisdiction and, hence, may require the interventions of external parties and even
exceptional measures to cope with the impact. However, the authors define disaster from
distinct perspectives. For example, FEMA specifies technological accidents, human-caused
events or natural catastrophes in contrast to the other authors while Bunker et al. (2014)

delved into detailed characteristics such as the different media through which disaster occurs.

Disaster Management (DM): DM involves planning for and being prepared to effectively deal
with unexpected disasters when they occur (Asamoah, Akussah & Musah, 2018). DM refers
to the planning, organisation and application of measures meant to prepare for responding to
and recovering from a disaster, it aims at lessening the impact of disasters, thus, minimising
loss of life and property (Oktari et al., 2020). Modh (2010) defines DM as dealing with resource
and information management (IM) during a disastrous event and is measured by how
effectively, efficiently and seamlessly these resources are coordinated. This definition was
adopted in this research study because it emphasises the critical aspect of IM in disaster
situations and highlights the need for and importance of effective coordination. There is a
consensus that DM involves a proactive approach that entails coordinating actions during and
after the event. The cited authors concur that the aim of managing disaster is to minimise

losses.

2.2.3 Requirements of effective DM

Disaster response falls into three phases as shown Figure 2.2 below. The pre-crisis phase
that focuses on collecting and updating of data related to disaster. The second phase is the
crisis phase that deals with information exchange among the various emergency responders,
disseminating information on demand, coordinating operational resources and assistance
planning. The last phase is the post crisis phase that focuses on improving the response to
future crises by summarising the lessons learned and proposing adjustments to existing tools
and methods (Qadir, Ali, ur Rasool, Zwitter, Sathiaseelan & Crowcroft, 2016).
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Figure 2.2: Disaster management phases

Source: Qadir et al. (2016)

This research focused mainly on the crisis response phase that deals with information
exchange among the responders. However, for information to be shared it has to be available
in the first place through the preparedness phase. DM is not the function of any one
organisation and, thus requires the cooperation, collaboration and coordination of
professionals, experts and agencies (Asamoah et al., 2018). In responding to a disaster,
heterogenous responders, in terms of their specific operational expertise, background and
professional language, organise their actions across institutional and jurisdictional borders in
a coordinated fashion for a timely and efficient response operation. Disaster response is a
joint responsibility that requires a coordinated response from all parts of society. It involves
bringing together diverse groups of responders requiring extraordinary coordination and
management of resources, people, approaches and facilities. Responding to crises includes
actions taken before and during the crises and requires urgent action and a coordinated
application of facilities, resources and efforts. Thus, effective coordination plays a significant
role in the success or failure of a crisis response effort. Failures in disaster response have
been largely attributed to the malfunctioning of coordination and communication (Boin &
Lagadec, 2000). There is general agreement amongst the findings from the reviewed literature
that better coordination, which is defined as the alignment of methods and goals across the
emergency responders, creates better outcomes (measured in more rapid food delivery and
medical services, lower mortality rates and less waste (Siembieda, 2012). Effective
coordination has been identified by various emergency responders as an important ingredient
in emergency response strategies (Upadhyaya, 2008). This view supports that of Thompson,
(2006) who identified a lack of coordination, poor information management and failure to make

prompt decisions as barriers to effective disaster response efforts.



Shokr, Jolai and Bozorgi-Amiri (2022) observed that NGOs have been playing a significant
role in responding to crisis situations across the globe. However, there has been limited
success in terms of coordination amongst these emergency responders. Despite the
tenacious urgency of effective response to disaster, the conditions under which emergency
responders coordinate well during the disaster still remain vague (Aldrich, 2019). Thus, it can
be argued that communication, collaboration and coordination are critical factors in disaster
response because better coordination leads to better outcomes. The next subsection,

therefore, reviews literature that focuses on crisis coordination.

2.3 Organisational theory in disaster management

The optimal configuration of emergency management systems includes the integration of
public, private and non-profit organisations. The aim of this section was to discuss the different
organisational structures that result in improved coordination and, hence, enhanced disaster
response. Knowledge gained from this review informed the development of more resilient,

effective and collaborative DM systems.

2.3.1 Organisational structures in disaster response

The way different groups and organisations are set up and connected to work together during
an emergency is described as the structure of the organisation (Lee, Bae, Oh, Hong & Moon,
2015). According to Simpson (2012), organisational structure refers to how an organisation is
organised, including how responsibilities, roles and communication path are designed.
Similarly, Manyoma, Reyes & Bohorquez (2019) define organisational structure in disaster
response as how the teams work together, how they are organised and how they make
decisions during emergencies. Thus, it includes the teams’ decision-making rights, information
distribution, team member roles and their interactional patterns. For effective disaster
response, a well-defined organisational structure is needed because it helps stakeholders
share information, coordinate actions and allocate tasks efficiently. Clearly defined roles,
responsibilities and authority within the structure ensure that each member knows their
position (Manyoma et al., 2019). Clearly defined communication channels also allow for swift
and effective responses due to the timely flow of information (Celik & Corbacioglu, 2018).
However, during emergencies, the structure may adapt to the evolving situation. This ability
to modify the structure according to the requirements of the situation enhances the
effectiveness of the disaster response effort (Manyoma et al., 2019). According to Celik &
Corbacioglu (2018), understanding how the structure of an organisation impacts disaster

response is crucial in designing effective and efficient response systems.



This opinion concurs with that of Abbasi, Sadeghi-Niaraki, Jalili and Choi (2018) who argue
that understanding the fragmentation and connectedness of a network helps to prevent
disconnectedness from other actors in the network. This improves the effectiveness of the DM
procedures through enhanced information flow among the disaster response participants
(Abbasi et al., 2018). The provision and sharing of information timely in emergency response
is crucial for decision-making because it boosts situational awareness. According to Abbasi et
al. (2018), it is important to understand the network characteristics and structures that are
associated with effective response in emergencies. This knowledge will help to ensure the
application of appropriate coordination mechanisms that are a necessity for facilitating
communication among the different parties involved in the response operation (Abbasi et al.,
2018).

2.3.2 Types of organisational structures

2.3.2.1 Hierarchical, distributed, hybrid and networked

Different types of organisational structures exist and each has its ‘pros’ and ‘cons’ and its
applicability in disaster situations differs. According to Brugh, Sorokin and Bar-Yam (2015),
hierarchical, distributed, hybrid and networked structures exist. A hierarchical structure
provides clear lines of command, decisions, instructions and top-down information flow that
provides structure and a sense of order. However, due to the need for approval at each
decision level, decision making can be slow and agility and adaptability is limited. As such a
hierarchical structure has limitations in responding to complex dynamic environments (Brugh
et al., 2015).

The distributed structure dispenses power and decision making among the various parts of
the organisation (Brugh et al., 2015). There is no single group or individual responsible for
everything but groups or individuals make decisions related to their roles and situations. There
is direct communication among the different sections allowing the smooth and efficient flow of
information. Decision-making is a collaborative process. Compared to the hierarchical
structure, the distributed structure responds more rapidly to different needs because waiting
for approval from the central authority is unnecessary. This practice makes the organisation
agile, flexible, innovative and able to adapt to new challenges (Brugh et al., 2015). However,
without a central supervisory structure, clear protocols and guidelines, ensuring accountability
and maintaining consistency maybe challenging. Conflict resolution among responding

organisations can also be a problem without a central arbitrator.



A hybrid structure combines aspects of a centralised and decentralised system (Brugh et al.,
2015). Within this structure, some parts of the organisation operate with a centralised
approach for consistency while other parts operate in a decentralised manner that allows them
to be responsive and tailor their decisions to local circumstances and needs. This blend
maximises the strengths and minimises the weaknesses of each unit (Brugh et al., 2015).
However, according to Brugh et al. (2015), implementing this structure requires organisations
to strategically assess units that can benefit from centralisation and those units that can benefit
from decentralisation. The organisation should also put in place clear channels of
communication as well as regular evaluations and adjustments of the hybrid model to optimise

performance.

2.3.2.2 Centralised, closed, decentralised and core-periphery

A networked structure refers to the global configuration of the whole network (Provan, Fish &
Sydow, 2007). Networked structures play a crucial role in emergency response because they
determine the flow of resources, information and coordination among various actors involved
in emergency response. According to Branda, Toddi, Velez and Zheng (2018), significant
debate exists regarding the most appropriate governance structure for responding to
emergencies. In designing systems for effective emergency response, it is important to
understand the various network structures, as well as their capabilities and limitations. There
are four prominent structures of whole networks: centralised, closed, decentralised/brokered
and core-periphery network structures (Branda et al., 2018) as shown in Figure 2.3 below.
Each has its advantages and disadvantages as discussed below. However, there has been
limited theoretical development concerning which structure will lead to more capable, scalable,
and responsive disaster response networks (Nowell & Steelman, 2015). However, Branda et
al., (2018) argue that an ideal structure is neither rigidly centralised nor highly integrated but

rather is characterised by a moderate core—periphery structure.

[ ]

. . . 1 I|I '. |'. .
of s 8
*9o e o/ o %0 _®
o0 oo oo"
Centralization Closure Brokerage Core/Periphery

Figure 2.3: Network structure

Source : Branda et al. (2018)



Centralised structures: It is the central coordinating agency’s responsibility to establish the
protocol for information collection, storing, distributing and sharing. With a centralised
structure, members are linked together exclusively through their connection to a single
centralised actor (Branda et al., 2018). The Incident Commander (IC) who governs incident
response holistically is grounded in this type of structure in which various agencies bring
together resources under the centralised command and control (C2) of a single IC. According
to Turrini, Cristofoli, Frosini and Nasi (2010) when networks are large and members are united
by a common goal and trust in each other, the centralised network becomes advantageous.
However, the pertinence of this structure in dynamic environments has been criticised by many
academics. For example, network functionality collapses if the crisis setting overwhelms the
central hub’s capacity and it lacks scalability in dynamic contexts (Comfort, Wang &Cigler,
2012; Hollenbeck, Ellis, Humphrey, Garza and ligen, 2011). The centralised structure is also
unable to coordinate across lateral relationships (Carroll, Cohn, Seesholtz & Higgins, 2005;
Carroll, Higgins, Cohn & Burchfield, 2006; Paveglio, Higgins, Cohn & Burchfield et al., 2015).
However, other researchers such as Lin, Zhao, Ismail and Carley (2006).are against the
centralised top-down command and control model because information has to move rapidly
across many sources. They argue that the model is too slow to meet the needs of crisis
information dissemination. A centralist incident command system and structure creates
serious challenges. Lin et al. (2006) further explains that such a structure becomes a grave
problem especially when the executives can hardly comprehend the quantum of the
complexity. In complex uncertain environments the cluster approach, that is a more
decentralised intervention system, is supported in global humanitarian response systems.
According to Stumpenhorst & Stumpenhorst (2011), the cluster approach comprises clustered
actors’ coordination. These clustered actors have different responsibilities during emergence
response, for example health, agriculture and shelter. This method, however, can create
conflict and overlapping of aid because big organisations can commit themselves to more than

one membership cluster.

Network Centric: The network centric structure has been classified as the most appropriate
and efficient system in terms of accuracy, speed, knowledge sharing, information distribution
and decision making in complex environments compared to the hierarchical method
(Panayiotis et al., 2017). For complex, dynamic and time dependent operations such as
disaster response, network centric warfare is the most appropriate, based on extensive use
of IM and IT and, even more importantly, the increasing use of KM techniques (Panayiotis et
al., 2017). However, the network centric structure has some shortcomings such as challenges

in information quality validation due to information overload. Another challenge is that the
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effectiveness of this system is dependent on the formulation of new roles and organisational

policies regarding information sharing.

Decentralised/brokerage network structure: These structures are characterised by the
presence of subgroups connected to each other through a series of brokers (Branda et al.,
2018).

Core-periphery network: This network is characterised by dense connections among a
central subgroup of actors at the network core, surrounded by a peripheral set of actors with
more sparse connections. In a core-periphery structure, the network is unified, it cannot be
easily divided into multiple structurally independent subnetworks. Network actors within the
network, however, differ from each other in their structural embeddedness to the network. The
core-periphery structure is theoretically thought to have an advantage over fully centralised
structures, especially in dynamic environments that are complex to manage effectively through
a fully centralised control system but still require active coordination and communication
among subgroups (Cummings & Cross, 2003;Provan & Lemaire, 2012). However, the core-
periphery structure’s design has been criticised because it limits the network’s ability to solve
non-routine complex tasks since it tends to marginalise peripheral members’ contributions
(Cummings & Cross, 2003).

2.3.2.3 Incident Command System overview

The ICS is a specific organisational structure and decision-making framework that was
designed to enhance the coordination and effectiveness of disaster response. It is a unified
management system for incidents that was developed in the United States as a response to
the recurring problems and challenges during the multi-agent response to California wildfires
(Sederholm, Ekman, Paakkonen & Huhtinen, 2021). Initially, the model was roughly based on
military models of command and control. This original structure has been further developed
but the basic concept remains the same. The United States ICS has been applied by different
countries around the globe in their ICSs and has since become the cornerstone of DM (FEMA,
2017).

According to Andreassen, Borch and lkonen (2019), despite the importance of communication
and effective coordination between various stakeholders during large-scale operations, this
practice is challenging. This problem arises because the involved organisations may be using
different command structures and employing different coordination mechanisms. The ICS is

established to facilitate coordination, leadership and information flow among the multiple



emergency responders participating in the response effort (Cruz, Hawk, Poulet, Rovira &
Rouse, 2015; Rimstad, Hawk, Poulet, Rovira & Rouse, 2014). It helps to avoid the
overwhelming of a single department or individual by spreading the workload across many
stakeholders. Coordination is achieved by proper definition of managerial responsibilities,
roles and information flow between organisations and individuals participating in the crises
response (Andreassen, Borch & Sydnes, 2020a). The various response stakeholders,
however, should be interconnected with a common goal (Cruz et al., 2015; Farcas, Ko, Chan,
Malik, Nono & Chiampas, 2021). The main role of an ICS is to reduce confusion regarding
responsibilities and authorities, and ensure effective resource allocation. It offers a unified
approach that affords full cooperation between the various stakeholders. The common
framework and language provided by ICS allow responders from different jurisdictions and
agencies to work together seamlessly. This integrated approach ensures effective and rapid
response to emergencies leading to better outcomes for both the affected communities and
the responders. Within the ICS, each agency is responsible for sharing its agency-specific
information such as resource availability, limitations and conflict (Farcas et al., 2021). Thus,
organisations that use the ICS model for DM adopt predefined management processes,
hierarchy and protocols that come into play in an emergency and provide a common hierarchy

within which responders from various organisations can be effective (Farcas et al., 2021).

Each disaster situation results in the formation of an incident organisation that is a temporary
configuration of resources drawn from many agencies. Within the incident organisation, the
people, distributed technologies and procedures concerned with directing the resources can
be identified collectively as a DM system. Often, the team does not formally exist until a
disaster occurs. It is important to understand the essential characteristics of an ICS to adapt
its use to all hazardous environments. According to Sundnes (2014a), a coordination and
control centre has the following roles and responsibilities: planning, maintaining inventories,
defining overarching goals and objectives of interventions and applying appropriate indicators
of effectiveness and efficiency. In addition, a disaster coordination and control centre should
ensure data and information management. This practice is essential because sound decision-
making relies heavily on accurate information. The coordination and control centre may
accumulate voluminous amounts of data although various personnel may require only specific
parts of that information. A system that facilitates the conversion of the collected data into
information for decision-making by the various responders is needed. This IM system should
also be available, tested and refined before a catastrophic event occurs (Sundnes, 2014a).
The CCC should exercise authority to control all aspects of the DM through the maintenance
of up-to-date manuals and plans to mitigate damage, the establishment of a MoU, SOPs

(formal written instructions and guidelines that contain both technical and operational
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components to facilitate cross jurisdictional and cross- discipline operations), policies and
procedures as well as periodic exercises using table-top or full-scale or partial-scale exercises.
This coordination and control system should be established by the government before the

occurrence of a crisis event.

ICS can be expanded or contracted to match the complexity and size of the disaster incident
as well as the availability of resources. This practice is made possible because of the ICS’s
modular management system (Hanlin & Schulz, 2021). The ICS must be standardised with a
defined structural hierarchy and clear responsibilities at each level, as well as common
terminology (FEMA, 2017). According to FEMA (2017), effective coordination requires the
following components: a common language to articulate needs, common terminology to allow
agencies to understand each other during the response operation, policies, processes, joint

SOPs for inter-agency communications.

The ICS- Communication Unit

Coordination and control is impossible without communication. Communication is an
inseparable component of modern C2 systems and, thus, command failures and
communication are intertwined. It is impossible to coordinate and control an emergency
response without effective communication. In such situations effective communication acts as
the means of linking all the facets of disaster response. Emergency response requires the
efficient use of available resources, speedy action and a high degree of precision. Response
activities are coordinated through various communication platforms and appropriate
information infrastructure among the emergency responders (Andreassen et al., 2020a). The
communication unit is established early during the disaster incident and includes all forms of
communication used for information sharing such as fax, telephone, electronic mail,
messengers and radios. The communication unit is responsible for creating situational reports
daily and relaying collective SA information to the various stakeholders. This unit helps to
provide both the public as well as response personnel with correct information and, thus, avoid
misinformation (Farcas et al., 2021). As observed by (Sundnes, 2014a), a communication
system needs to be both resilient and redundant. It should include the use of alternative
communication methods that must be built in any plan because often the major aspects of its
communication capability may be damaged by the primary or secondary event. According to
Hawkins (2007), structurally the communications unit falls under the logistics unit as shown in

Figure 2.4 below:
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Operational best practices of the communication unit

There are a set of widely recognised procedures, established guidelines and methods that

have been proven to be effective and efficient in the communication unit that include:

Clear definition of inter-agency operational needs: Multi-agency communications systems
organised under ICS demand a comprehensive definition of the operational plans. It should
be very clear before an emergency incident which organisations need to talk to each other
and under what circumstances. For effective coordination, there should be separate channels
for individual functions (operations, logistics and command) to maintain command and control
(Hawkins, 2007).

Hierarchical communication: Communication within an ICS should be hierarchical, i.e.,
conveying information to the person to whom you report within the organisational structure

and receiving information from the person who reports to you (Hawkins, 2007).

Communication Procedure: In order to build communication capabilities in preparation for a
crisis, it is important to possess a detailed understanding of the individual and organisational

hierarchy needs (Hawkins, 2007).
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Standard communication: To avoid miscommunication within an ICS there should be a
common terminology for position titles, organisational elements, resources and facilities. For
inter-agency communication, ICS should establish a common terminology that should be
reinforced through appropriate procedures (Hawkins, 2007). Response organisations can
also have standard naming conventions for channels and other communication resources
across jurisdictions as well as standard programmed positions in the radios for interagency
resources. Another language policy includes the use of plain simple language and avoiding

jargon and codes.

Operational Unit Reporting: Reporting within the ICS should use a standardised reporting
procedure for operational units. This practice can include the unit providing its current position,
a statement of needed resources or support required, its progress with current tasks and

personnel accountability (Hawkins, 2007).

Communication best practices

The communication practices below help responders from different backgrounds
communicate effectively with each other during disaster incidents. All incident responders
should use standardised communication types such as strategic, tactical, support and pubilic.
All the stakeholders and critical infrastructure owners should be involved in formulating
communication management plans and strategies that should be interoperable, thorough and
integrated. According to FEMA (2017), the communication plans should address the following
aspects: the information needs in incident management and the potential sources of such
information, the protocols, procedures and networks to release incident notifications and/or
warnings, other critical information and public communication, standards, guidance and tools
to integrate information with partner organisations, protocols and mechanisms for notifying
partner organisations and other levels of government, protocols for efficient and effective use
of information management technologies (networks, computers, information sharing)
necessary for integrating all support functions, commands and coordination and mechanisms
to ensure inclusivity, i.e., incident messaging is simultaneously accessible to all people
regardless of their disabilities, language proficiency, access and/or functional needs. All the
parties that participate in an incident within a specific jurisdiction should have agreements in
place to ensure common terminology and the required communication elements are in place
before the incident strikes. These agreements specify the communication platforms and
systems that the parties agree to use for information sharing, data format standards and cyber
security agreements (FEMA, 2017). According to Jennex and Raman (2009), the KMS also
plays a crucial role and responders need to be trained on the interoperable systems to fully

understand the system before an incident strikes.
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Characteristics of high-performing ICS
According to Branda et al. (2018), a high-performing incident response network must be adept

at four things as shown in Figure 2.5 below:
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Figure 2.5: Capacities of high performing emergency response networks

Source : Branda et al. (2018)

In relation to the above literature,Schakel and Wolbers (2021) argue that fast response
organisations rely on a command and control system comprising hierarchical decision making,
tight structuring, formal coordination to establish rapid action, unilateral command and clear
lines of authority. However, a crisis often evokes an unexpected turn of events requiring instant
decision making, flexible structures and informal coordination. This dilemma therefore,
requires frequent adaptation between the different organisational modes: designed, frontline

and partitioned.

Designed organisational mode: This is the most recognisable mode of organising. There exists
predefined lines of command that involve structuring practices within scalable ICS (Schakel &

Wolbers, 2021). These practices include the use of SOPs, relying on protocols and ‘plug-and-
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play’ teaming, nesting scope and detail. Through this mode responders begin collaborating
efficiently and swiftly without necessarily knowing their colleagues intimately (Schakel &
Wolbers, 2021). Thus, coordination is commonly formalised and planned as SOPs in
organisations (Andreassen et al., 2020a). SOPs enhance response effectiveness because the
incident commanders can control and coordinate response operations through specified

routines.

Frontline organisational mode: This process involves the use of a set of practices aimed at
keeping pace with a rapidly developing crisis. The practices include seeking voicing concerns
and diverse perspectives, ad-hoc teaming, referring to SOPs, swift trust, plug-and-play

teaming and role switching (Schakel & Wolbers, 2021).

Partitioned organisational mode: This mode separates the organisation into distinct pockets
of control and command. This practice usually occurs when the responders are faced with a

large scale widely distributed crisis (Schakel & Wolbers, 2021).

There is general agreement in the reviewed literature that incident response is not well
characterised in terms of a hierarchy (Hardy & Comfort, 2015; Kapucu, Arslan & Collins, 2010)
and both practice and theory still dedicate significant attention to developing and
understanding more intricate C2 (Abbasi, 2014; Hunt, Smith, Hamerton & Sargisson, 2014).
As a result of this practice, there exist two competing schools of thought on emergency
response governance (Marcum, Bevc & Butts, 2012). One emphasises the need for
centralised control because the ineffective response to disaster is the result of inadequacies
in command. This view was earlier propounded by Moynihan (2008) who argued that the crisis
nature of disaster requires some form of centralisation for effective response. Another school
of thought emphasises the importance of emergent, lateral coordination and argues that failure
in disaster response is often as a result of centralised decision making and management
(Gardner, 2013). The creation of a balance between these two schools of thought results in
“the crisis management paradox” defined as a theoretical and practical challenge that arises
from the tension between the need to establish ordered crisis responses and the urgency of
providing spontaneous inter-organisational collaboration under stressful conditions
(Moynihan, 2008). There should be a clear chain of command that outlines the decision-
making authority and reporting relationships within the response organisation. This hierarchy

ensures an efficient information flow.

Despite its significant contribution to crisis response, the ICS can face implementation

challenges in organisations with deeply ingrained hierarchical structures and differing
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command cultures. Cultural and organisational barriers, such as resistance to change, can
hinder its effective implementation. In addition, not all responders may be familiar or possess
sufficient training and/or practical experience in its application. This situation can result in
inefficiencies and miscommunication during a crisis. The ICS does not guarantee sufficient
resource allocation and management. Lastly, in most crises, the local community are the first
line responders and play a significant role in crisis response. The ICS, however, is not
designed for use by volunteers, thus, making integration a challenge. According to Briggs
(2009), the ICS also faces some implementation challenges. For instance, key positions need
to be identified before disasters occur to ensure stakeholders’ proper training and readiness.

The ICS should also be activated early to prevent incidents from becoming unmanageable.

2.3.3 Characteristics of a high-performing network

In crisis response, high-performing networks possess several key characteristics that enable

them to manage and respond effectively to emergencies. These characteristics include:

Prioritisation of communication and collaboration: effective response networks prioritise
communication and collaboration amongst the responders by facilitating open channels of
communication that enable timeous sharing of information updates and resources resulting in
a more coordinated response effort. As noted by Wolbers & Boersma (2019) fast response
organisations engage in key response processes known as the the 4Cs of crisis management:
communication, coordination, cognition and control. Communication aids situational
awareness, the lack of which can prove detrimental, or even fatal, to the success of a response
operation (Schakel & Wolbers, 2021). Situational awareness (SA) is achieved through a
combination of practices such as labelling and bracketing to develop shared representation,
noticing, collective story building, assessing situations and providing continuous updates,
nesting of scope and details, contesting planned procedures, active diagnosis of the limitations

and referring to standard procedures.

Proficiency in information management. According to Branda et al. (2018), the network must
allow for free and rapid flow of information in the required quantities and format at the
appropriate time from those who possess it, to enable those who need it to inform strategic
action (Steelman, Nowell, Bayoumi & McCaffrey, 2014). There are clear processes and
infrastructure for collecting, analysing and disseminating information during a crisis that use
data-driven insights to prioritise response efforts and allocate resources where they are
needed most (Branda et al., 2018).
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Promote interagency cooperation and foster collaboration amongst the responders: According
to Branda et al. (2018) the network must provide room for actors to act collectively when an
opportunity presents itself among two or more agencies (Steelman & Nowell, 2013). In this
case, actors can leverage each other’s strengths, thus, producing a more robust force that

cultivates a culture of collective learning.

Clear leadership structures and designated roles for members: These systems help to prevent
confusion during response and enable prompt decision-making and resource allocation.
According to Schakel & Wolbers (2021), rapid decision-making is a characteristic of a high-

performing network.

Flexible and adaptable networks: Such systems cater for the dynamic and unpredictable
nature of crisis and allow organisations to quickly allocate resources to areas with the greatest
need (Branda et al., 2018). The network must be able to rapidly adapt to the ever-changing
conditions by adjusting to variations in network size, structure, composition and configuration
as actors enter, exit and change positions within the network (Djalante, Holley, Thomalla &
Carnegie, 2013; Kapucu et al., 2010).

Flexible: Schakel & Wolbers (2021) assert that a fast response organisation is a flexible,
temporal and ad-hoc formation of actors capable of rapidly reacting to a sudden onset of
events. Within this scenario, decisions must be made rapidly and errors can be fatal. These
organisations can quickly move from their dormant mode to full-scale response as soon as an
incident is announced by using their scalable structures and drawing on shared training and
experience (Schakel & Wolbers, 2021). They incorporate lessons learned through
experiences to enhance the overall response effort. They also engage in regular after-action

reviews and evaluations to identify areas for improvement.

Flexible organisations involve and engage with the public and local communities to understand
and prioritise the needs of the affected populations and, thus, provide more targeted and
efficient assistance (Branda et al., 2018). They efficiently manage resources, ensuring these
are distributed according to priorities to avoid waste and develop comprehensive response

plans, conduct exercises and regular drills to identify potential risks and vulnerabilities.

2.4 Crisis coordination mechanisms and collaboration practices
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This sub-section explores the formal and informal means that are established to resolve crisis
coordination issues, including the processes, practices, manners, techniques and systems
used in achieving crisis coordination collectively termed the coordination mechanisms.
Coordination in crisis management settings is a challenge because there exists both a need
for formal command and control, tight structuring and hierarchical decision making to ensure
a clear division of responsibilities as well as a requirement for informal, emergent and
cooperative relationships to address evolving problems. Thus, coordination mechanisms
should both be formal and improvised (Owen, Bearman, Brooks, Chapman, Paton & Hossain,

2013). The following sub-sections explore the various coordination mechanisms.

2.4.1 Coordination definition

There is a lack of consensus on the definition of coordination and different authors define it
according to their backgrounds. Hage, Aiken and Marrett, (1971) define coordination as the
extent to which there are ample connections among organisational parts that all perform
specific tasks so as to achieve the organisational objectives. Similarly, Ven, Delbecq &
Koenig, (1976) define coordination as the linking together of different organisational parts to
accomplish a collective set of tasks. Malone and Crowston, (1990) define coordination as the
extra processing of information performed when numerous connected actors pursue goals
that a single actor would not perform. In this study Malone and Crowston's (1990) definition
that focuses on managing information, knowledge and effective communication in crisis
response was adopted because it focuses on the additional information processing required
when multi-agencies pursue goals that an individual actor would not undertake alone. All the
authors’ definitions concur that coordination involves managing interactions among
interdependent components or organisational parts. Actors are linked to achieve a collective
goal. However, in contrast, each author’s level of detail varies with regard to specific

perspectives and descriptions of the coordination process.

2.4.2 Crisis coordination mechanisms

According to Der Heide, Lafond, Eyre, Fertel, Fisher, Gunn, Hampton, Lederman, Posner,
Preobrajensky, Rebonato, Riboni, Rodriguez, Shih and Yamamoto, (2001), there is an urgent
need to proactively establish coordination and management procedures in advance of any
crisis. A number of approaches have been used to improve the effectiveness of crisis
coordination. Disaster coordination, especially for massive emergencies, is an extremely
complex task that requires significant effort and skill (Comfort & Kapucu, 2006). Coordination
mechanisms can be categorised differently in organisations thus, these authors suggest the

need for a shift from ‘hierarchy’ to ‘network’ structure. According to Abbas, Norris and Parry
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(2018), different scenarios call for different coordination mechanisms to coordinate resources

for collective action as explained below:

2.4.2.1 Adoption of an ICS

One of the reason why some response organisations are effective in mounting swift and
coordinated response to crisis management is the fact that they follow standardised responses
to different scenarios and when events become problematic such that the standard procedures
fail to suffice, they quickly adapt and operate outside their SOPs and routines (Schakel &
Wolbers, 2021). Coordination is achieved by bringing together different response
organisations into a unified arrangement (Andreassen al., 2020a). The reviewed literature
points out that the adoption of an ICS is a good coordination mechanism for crisis response
(Jha, Lin, Short, Argentini, Gamhewage & Savoia, 2018). This coordination mechanism
provides a well-defined, structured approach to disaster response, thus, improving
coordination and communication amongst the response organisations. The ICS allows various
response organisations to collaborate seamlessly facilitating interdisciplinary teamwork that,
in turn, fosters cohesive response and optimise resource allocation. A well-structured ICS has
clearly laid out roles and responsibilities for individuals and teams (Abdeen, Fernado,
Kulatunga, Hettige & Ranasinghe, 2021). This practice reduces confusion and allows for an
efficient and well organised response operation (Rouhi, Gorji & Maleki, 2019). According to
Bigley and Roberts (2001) ICS reliable, flexible and effective crisis coordination is enhanced
when the following basic processes are applied: structuring mechanism (altering the normal
organisational structures), constrained improvisation, cognition management methods and

organisational reliability.

However, the ICS may not entirely address the resource shortage challenge despite its ability
to help optimise resource allocation (Jha et al., 2018). Without technology and proper
technological infrastructure, effective coordination is hindered. This problem arises because
of the ICS’s heavy reliance on technology and infrastructure. Staff may also lack proper
understanding or experience of executing this process and, thus, training may be required.
There may still be a gap in communication due to factors such as information overload,
different levels of command systems, technical issues, misinformation, overloaded
communication channels and language barriers. All these aspects can impede the
dissemination of critical disaster information to relevant stakeholders for decision making.
Other challenges that can affect coordination despite the setting up of an ICS include those
associated with coordinating multiple organisations as well as decision-making under

pressure. The ICS is supposed to be capable of making prompt decisions under intense
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pressure. Resource distribution can also be a challenge to ICS, especially in situations in
which resources are scarce. In addition to setting up an ICS as a coordinating mechanism,
there is a need for open communication, strong leadership and clear roles to ensure smooth
collaboration and reduce inter-agency competition and conflict between the various response
organisations. To ensure that the ICS functions optimally, there is a need for a comprehensive
approach that addresses the shortfalls identified above. The ICS must be agile and
continuously adapt and improve its coordination mechanism to enhance response. Zhang,
Wang and Wang (2019) investigated coordination mechanisms in the C2 system, particularly
in the context of the big data era, and found that the coordination mechanism includes
decentralised decision making and adaptive response strategies. This system should foster a
collaborative culture, provide adequate training, implement lessons learned from past
incidents and, importantly, invest in and set up a robust communication system (Zhang et al.,
2019).

The insights gained from the reviewed literature on the adoption of ICS lack detailed
information as to how it can be tailored for the unique needs of each type of emergency. The
ICS implementation evaluation criteria for success may be challenging and, therefore, there

is a need to outline the evaluation metrics for ICS success.

2.4.2.2 Strengthening communication channels to allow information sharing

According to Shokr et al. (2022), collaboration is an important mechanism for improving the
effectiveness and efficiency of humanitarian efforts. According to Ishiwatari (2021), effective
coordination relies heavily on intergovernmental collaboration and well-defined
communication channels. This view concurs with that of Abdeen et al. (2021) who identified
communication channels and improving collaboration mechanisms as mechanisms for
coordination. The focus of setting up the communication channels is to allow for the free flow
of information among the responders (Adem, Childerhouse, Egbelakin & Wang, 2018). The
findings by Adem et al. (2018) resonate with those of other researchers (Luff, Heath, Patel,
Vom Lehn & Highfield, 2018; Rouhi et al., 2019) who carried out systematic literature reviews
to explore the coordination mechanisms used by NGOs in disaster response. In the same line
of reasoning, Rasool, Samma, Wang, Zhao and Zhang. (2019) also identified real-time data

sharing and clear communication protocols.

2.4.2.3 Development and use of technologies

Wagner and Thakur-Weigold (2018) argue that effective coordination mechanisms improve

information sharing and optimise resource allocation in crisis response. They identified



coordination mechanisms that involve the development of collaborative technologies as well
as decision support systems. Zhang et al. (2019) likewise investigated coordination
mechanisms in the C2 system, particularly in the context of the big data era. They ascertained
that integrating big data analytics enhances the C2 efficiency and effectiveness during

emergency response.

2.4.2.4 Joint planning and mutual understanding

Adem et al. (2018) investigated collaboration among the supply chain and discovered that the
coordination mechanism includes joint planning and resource pooling. They also found that
collaboration relies on establishing trust, aligning strategies, overcoming cultural barriers and
differences in operational practices and decision-making processes. Shokr et al. (2022) also
identified joint planning as a coordination mechanism. Ishiwatari (2021) focused on
institutional coordination mechanisms between national and local governments in DM in Japan

and identified that effective coordination relies heavily on mutual understanding.

2.4.2.5 Fostering a collaborative culture

In emergencies, there exist numerous emergency responders sharing the same vision of
service provision to victims, however, post-analysis has revealed that disaster response failure
is mainly attributable to poor communication and poor collaboration among the responders
(Abbas et al., 2018). This finding calls for a well-structured emergency response network that
fosters collaboration among the responders. There is a need for effective collaborative
management of people, organisations, ICT infrastructure and systems for effective crisis
response effort (Bunker et al., 2014). A response network should have the capacity to increase
network resilience by offering multiple pathways through which information flows (Nowell,
Bodkin & Bayoumi, 2017). This network should result in meaningful channels of
communication between the emergency responders and optimal integrated information flows
of work. Prasanna and Haavisto (2018) developed an organisational framework for
understanding coordination mechanisms in the humanitarian supply chain that include
collaborative norms, shared values and communication openness. These authors found that

culture shapes successful collaboration.

2.4.3 Conditions necessary for effective crisis coordination

According to Aldrich (2019), the following conditions are necessary for effective emergency
coordination: goal sharing between levels of governance, administrative capacity of local
government, levels of logistics planning, civil society capacity, impact of disaster and level of

development.



Goal sharing: This practice refers to how well the local authorities and central government
harmonise their response vision and may alter the response trajectory (Edgington, 2010). For
example, during a disaster, the national government may use disaster response as a chance
to remove residents from vulnerable areas that will contradict and disconnect with local plans
of increasing affordable housing in the area. Thus, national institutions may press localities to
adopt standardised procedures that go against local goals and visions, constraining local
culture and innovation. This practice creates compatibility issues between top-down and
bottom-up procedures in which, for example, national frameworks can ignore local practices
and indigenous knowledge may violate standardised law. Thus, the national government must
regularly coordinate events concerning disaster shocks in terms of resilience, extreme
weather and DM plans. This practice will ensure effective cooperation and coordination in the

event of a major catastrophe (Aldrich, 2019).

The level of governance: This process concerns the structure and processes for decision-
making, accountability, control behaviour at the top of an organisation. This practice requires
a legal framework, the rules, procedures and roles of responsibility that influence the
organisation. One problem in the area of crisis response is how to structure a response in a
manner that promotes lateral information flow to enable emergent coordination to occur
(Gardner, 2013), while retaining flexibility to easily scale-up and add new actors as well as to
mutually adjust operations swiftly to changing conditions on the ground and lastly reconciles

needs for centralised coordination among the array of responders involved (Gardner, 2013).

The type of society: More transparent and democratic societies/nations might find
collaboration easier because, instead of overruling local disaster managers, they would seek
to consult (Aldrich, 2019).

Local government funding: Local governments should be fully funded in order to be able to
coordinate their own well-oiled crises response. Local government’s dependence on national
government for financial and administrative resources can stifle crisis response (Aldrich,
2019).

Society/nation’s level of development: The level of development of the affected community
may affect the effectiveness of crisis coordination (Manandhar & McEntire, 2014). Effective
crisis coordination is more likely in developed societies with higher levels of professionalism
while developing societies with authoritarian or less democratic governance may have less

effective crisis response coordination (Aldrich, 2019).



A sound logistics structure: Effective crisis coordination requires that there is a sound logistical
infrastructure allowing the society to acquire personnel, material and information such as

where its members need to go during a crisis (Aldrich, 2019).

A local disaster culture: Residents need to be aware of cultures of disaster while national
leaders and decision-makers must be part of strong institutions. A local disaster culture refers
to families and businesses being mindful of risks and threats and creating and drilling crisis
responses. Through the creation of strong institutions, decision makers in the national
government will be able to maintain strong regulations and governance practices that minimise
harm. The central government should also establish a physical infrastructure that mitigates
the threats. Government agencies should also have preplaced materials, including housing,
food, rescue and water outside of potential disaster zones and along resilient transportation
routes (Aldrich, 2019).

2.4.4 Empirical studies: coordination mechanisms

This section focuses on empirical studies on coordination and collaboration in crisis response.
The aim of carrying out an empirical review in this section is to furnish valuable data and
evidence on crisis coordination and collaboration, validate established theories and pinpoint
gaps in current crisis coordination and collaboration knowledge. Furthermore, it aims to
present real-world scenarios, illuminate trends and enable the evaluation of research
methodology. The section enhances the understanding of local crisis response coordination
by analysing crisis coordination programmes implemented in other countries with a focus on
understanding their structures, information and knowledge management, ICS, the challenges

they face and the coordination mechanisms they use.

2.4.4.1 Coordination models for crisis responses

A research study by Rouhi et al. (2019) presents a systematic review of coordination models
that have been employed by NGOs during disasters. This review was conducted from October
to November 2017. A search in electronic sources, including Web of Science, PubMed,
Scopus and ProQuest Research Library was undertaken to identify relevant articles. Journal
articles published in English and conference papers were included in the study, while irrelevant
and non-English journal articles and conference papers not available in full text were excluded.
Thematic analysis was used to analyse the selected articles and papers. Only 7 studies from
871 documents captured were identified as eligible for extraction. From the review of these
studies, eight models were identified as having been implemented by organisations at

international, national and local levels for dealing with natural hazards. These models provide



a framework for NGOs to act collaboratively with other agencies to deliver a unified and

effective humanitarian service. These models include:

1.

Sphere project: This project was founded by the International Red Cross and Red
Crescent (ICRC) Movement together with a group of NGOs after the Rwandan
genocide. The project provided a tool for interagency coordination at incident sites
during a crisis. The Sphere project guided all crisis responders in all sectors that
included: agreement and cooperation principles, a protocol for assuming duties and a
summary of the health sector and gaps in the health sector. The Sphere project is
considered best practice in crisis response.

The code of conduct: This code is used as a guideline for creating coordination
amongst the humanitarian actors, it provides a standard of behaviours guiding the
humanitarian actors and seeks to maintain the effectiveness and impact to which
humanitarian actors aspire. The code was published after the Rwandan genocide by
the ICRC.

Cluster approach: The major objectives of the cluster approach at country level are:
creating a framework for effective coordination and collaboration among international
and national organisations in each cluster as well as the establishment of a clear
system of international leadership and needs in each cluster. The major aim of the
approach is to enhance the effectiveness, efficiency, flexibility and availability of
sufficient funding and, ultimately, improve coordination.

Decentralised approach: Humanitarian coordination can be facilitated through either
centralised or decentralised systems. The decentralised approach in which each actor
independently makes decision is the most favoured one compared to the centralised
approach in which there is a main player with the authority for directing relief.
Information sharing can then utilise any of the decentralisation approaches such as
Inter-Agency Standing Committee (IASC) and Inter-Agency Working Group (IAWG).
National Disaster Management Authority: This approach supports multi-stakeholder
coordination and collaboration, promoting response through the development of policy,
plans and guidelines at the national level.

Conceptual Integrated NGO Collaboration Framework for Community Post Disaster
Reconstruction (CPDR): This framework was developed in China after an earthquake.
An association of NGOs was formed to reduce the burden on the government and the
people. An Integrated NGO collaboration framework (CPDR) which included the
following interrelated components was developed: operational processes,
organisational structures and reconstruction goals.

Model of temporal coordination of disaster response activities — Nafeer: An example

of a crisis in Sudan in which voluntary groups responded to the flood revealed that the
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groups created a flat/horizontal structure that was divided into 14 equal independent
committees, including a coordination committee responsible for synchronising other
committees. This structure facilitated the involvement of staff in decision making and
using this mechanism and resulted in the voluntary group’s successful response effort.
8. A web based, open-source application — Collabit Application: This application was
introduced by the New York City Voluntary Organisations. Its main role was to facilitate
the receiving and sharing of asynchronous data and the creation of a shared
operational vision amongst the different response organisations that fostered

coordination.

The results of the reviewed studies emphasise the existing gaps, both practical mechanisms
and theoretical knowledge, and stresses the need for further research. For example, the
literature review investigated the role of technology in facilitating coordination amongst the
responders. Only English language articles and papers were included in the systematic review
yet documents in other languages could provide additional coordination model mechanisms,
therefore, this deficiency limits the generalisation of the research findings. Another limitation
is that this paper is silent on the effectiveness of the eight identified coordination models.
Another research study could focus on the challenges faced in implementing these eight
coordination models. In light of these limitations, future research may focus on addressing
these identified gaps so as to provide a more comprehensive understanding of crisis
coordination. Shedding light on coordination approaches helps in enhancing disaster
response and management effort. This paper aims to assist officials, policy makers and
authorities to provide well-coordinated services during disasters and, thus, address the current

crisis coordination and collaboration gap.

2.4.4.2 Coordination mechanism Nepal earthquake

The paper by Bisri and Beniya (2016) analyses the coordination mechanism and the
mandatory emergency response operational activities outlined in the National Disaster
Response Framework (NDRF) following the 2015 Nepal/Gorkha earthquake. Findings from
this study reveal that the coordination mechanisms and mandatory emergency response
operational activities outlined in the NDRF were partially implemented during the six months
after the earthquake. Out of 62 mandatory emergency response operational activities, 30 were
performed following the timeline set by the NDRF, 17 were implemented outside of the NDRF
timeline or with some negative notes on the implementation and 15 were not implemented at
all. Practically, this paper provides important lessons for other developing countries on the

importance of a clear and concise framework for emergency response operational activities.



It emphasises the importance of setting up a disaster response framework. The key finding is
that coordination mechanisms can provide an important first point of reference and guidance
at a time of disaster. However, future research can focus on gaps identified in Bisri and
Beniya’s (2016) study. Matters of interest arising from this research are the factors that can
hinder the implementation of the NDRF, as well as the reasons why some of the mandatory

emergency response operational activities were not implemented.

2.4.5 Case studies and success stories: collaboration practice.

The following section presents case studies related to coordination and collaboration, along
with several success stories found in the literature. Given the limited existing research on this
topic, the cases included in this study are those that the researcher identified as relevant to

the investigation at hand.

2.4.5.1 Information flow within EOC

The study undertaken by Sederholm et al. (2021) explored the inter-organisational
communication and SA in an Emergency Operation Centre (EOC) during a major explosive
fire during a concert and sought to find out what kind of information was needed and delivered
as well as the information source and target. The focus of the study was to describe the
information flow for enabling situation awareness in an EOC. A qualitative case study design
and observational approach was used for conducting the survey. Empirical data was collected
at the EOC using such sources as incident logbooks and time-stamped documentation of all
response communication and actions. Deductive content analysis was used to analyse this
data. Choo, Furness, Paquette, Van Den Berg, Detlor, Bergeron and Heaton’s (2006). (Choo
et al., 2006)IM model was used for creating the themes for analysis. These themes comprised
information needed and delivered, information sources and targets, and methods used to

receive and deliver information.

Findings from Sederholm et al.’s (2021) paper revealed that sharing information between
different public safety organisations plays a vital role during major incidents. Common SA
among the actors is a key element for achieving successful results when managing and
leading operations. The EOC played a fundamental role in creating collaborative awareness,
long-term commitment, and familiarisation with organisations and, thus, helped to tackle the
known challenges in multi-authority coordination. The research findings showed that familiarity
and long-term commitment between organisations are essential elements in improving the
effectiveness of crisis response management and should be implemented even during the

planning and preparedness phase. However, the study was conducted in a specific context



and location, a fact that may limit the generalisability of the findings to other contexts and
locations. The study did not provide a detailed analysis of the information overload issue

which also may limit the practical implications of the findings.

2.4.5.2 Collaboration practices

A systematic review of literature was conducted by Duong and Chong (2020) to explore the
effective of supply chains during times of disruption. A comprehensive review of a total of 157
papers written from 2000 to 2020 was undertaken and findings based on a thematic analysis
presented. One of the themes that emerged from the study was the use of collaboration
mechanisms for responding to disruptions. According to Duong and Chong (2020) the
following categories of collaboration mechanisms were used in coping with disruption in supply
chains: joint practices, contractual and economics practices, technological and information
sharing practices, relationship management, assessment practices, governance practices and
supply chain design.

Joint practices: This collaboration mechanism entails establishing consensual plans between
the partners to work towards a shared goal (Duong & Chong, 2020). For this mechanism to
work, there is a need for an integrated decision model and, hence, synchronised decisions for

the humanitarian operators to accomplish their goals (Shahparvari & Bodaghi, 2018).

Contractual and economics practices: This collaboration practice involves legal agreements
that are enforceable by law that specify the terms under which the operators will function.
Expectations from operators are identified and partners should fulfil these expectations
(Duong & Chong, 2020).

Technological and information sharing practices: This mechanism’s purpose is to put in place

systems that provide relevant and accurate information for collaboration. A system such as
Enterprise Resource Planning (ERP) is useful in a humanitarian supply chain (Duong &
Chong, 2020)

Relationship management: According to Duong and Chong (2020), this mechanism fosters
collaboration through embarking on activities that enhance stakeholder relationships and
commitment, such as motivation, communication (Wagner & Thakur-Weigold, 2018) and
training. However, to ensure a sound stakeholder relationship, trust must exist (Li, Zhang,
Cao, Liu & Qu, 2019).



Governance practices: This mechanism shapes collaboration and addresses the laws, rules,
regulations and policies that manage the activities, organisations and systems (Duong &
Chong, 2020).

Supply chain design: Collaboration is facilitated by proposing decision making tools for supply
chain partners (Duong & Chong, 2020).

Based on their systematic review Duong and Chong (2020) revealed that humanitarian supply
chains have not adopted the contractual and economic mechanism unlike the commercial
supply chains that adopted all seven mechanisms. The humanitarian supply chains have
focused mainly on relationship management and the joint practices. However, the study
presented by Duong and Chong (2020) does not provide a quantitative analysis of the

reviewed literature, a fact that may limit the generalisability of its findings.

2.4.5.3 Collaboration practices — inter-agency information sharing

In a study commissioned by the World Health Organisation (WHO), Jha et al. (2018)
conducted a systematic review of literature aimed at assisting in the creation of Emergency
Risk Communication (ERC) guidelines for member states. The paper sought to answer three
main research questions: (1) What are the best practices for integrating ERC into public health
preparedness at national and international levels?; (2) How can information sharing between
different agencies, both within and across jurisdictions, be facilitated? and (3) What methods
can be employed to coordinate risk communication efforts among various responding
agencies?. The review covered articles from January 2003 to February 2016 and
encompassed various hazardous situations, including pandemics and outbreaks of infectious
diseases. The study identified several mechanisms to enhance inter-agency, intra-agency and
cross-jurisdictional information sharing for ERC, including:

¢ Integrating ERC functions into national leadership structures.

o Ensuring the proximity of ERC practitioners to national response leadership.

o Developing supportive laws, regulations, policies and frameworks.

¢ Employing training and exercises to test system effectiveness.

e Establishing task forces/committees and networks to strengthen ERC.

e Utilising information systems and platforms to bolster ERC.

e Encouraging engagement of local stakeholders in ERC.

Furthermore, the above study highlighted methods for coordinating risk communication

activities among responding agencies, such as:



e Establishing committees/task forces comprised of key stakeholders to foster trust and
information exchange.
e Emphasising network teams over hierarchical ones, allowing rapid information
exchange, quick decision-making and mutual trust.
¢ Facilitating information sharing between decision-making units.
e Designating a Public Information Officer.
e Utilising information systems and technology infrastructure for information acquisition
and exchange.
e Involving local stakeholders in ERC strategies, leveraging existing social networks
and community-based communication systems.
The study conducted by Jha et al. (2018) noted a connection between ERC functionality and
a nation's political and cultural context, highlighting the importance of understanding these

factors to ensure the creation and implementation of effective ERC strategies.

2.5 Barriers to effective coordination and collaboration

This section describes the information exchange, coordination and collaboration challenges
in crisis response. Crisis coordination may be difficult owing to a number of factors
(Andreassen et al.,, 2020a). Understanding the barriers and challenges to effective
coordination and collaboration is crucial because it contributes to better coordination dynamics
(Andreassen et al., 2019). It is prudent to investigate the barriers to effective communication
amongst the emergency responders to discover possible points for improvement (Abbas et
al., 2018). During disaster response coordination and collaboration amongst the emergency
responders is crucial since no one agency has sufficient resources to address the challenge
alone. Responders, thus, need to exchange information on the extent of damage, number of
victims affected, the dimension of the required response and the anticipated complications,
sector specific tools and expertise as well as relevant research findings (Abbas et al., 2018).
According to Thompson (2006) barriers to disaster response fall in two categories: internal
and external to the response organisations. External barriers are those that are inherent in
the agile decision-making environment that defines most disaster response settings while
internal challenges relate to the decision making processes and procedures within the
organisation and the strategies used for collecting, processing and analysing data (Thompson,
2006). Abdeen et al. (2021) contrastingly categorised the challenges in multi-agency
collaboration in crisis situations according to the following seven categories: social,
environmental, political, intra-organisational, inter-organisational, infrastructure and
communication. Information sharing among the emergency responders may be affected by a

number of factors listed below:



Communication: Abdeen et al. (2021) investigated the challenges in multi-agency
collaboration in crises. The dominant challenge they faced during their study was
communication owing to a lack of well-defined guidelines for information sharing amongst the
emergency responders to establish a common view of the crisis context. This situation was
exacerbated by the lack of technology platforms and communication infrastructure for

information sharing and the inter-operational issues that existed among the agencies.

According to Owen et al. (2013), an inability to connect multiple communication architectures
and plans hamper coordination. The heterogeneity of the systems involved impedes
communication and, thus, inter-organisational collaboration. Poor information accessibility can
be due to a lack of appropriate interfaces for viewing information, policy issues restricting
access to important information for the response operations and terminology differences in
information structuring in discrete organisations. Some technical and organisational structures
of each of the participating organisations failed to provide suitable interfaces to afford this free
flow of data during emergency incidents as a result of the heterogeneity of the systems
involved. This situation negatively affects inter-agency information and expertise sharing. Ley,
Ludwig, Pipek, Randall, Reuter and Wiedenhoefer (2014), however, asserted that, in a crisis,
some types of information have to be shared as quickly as possible to all operators in an

unambiguous and accurate format.

According to Ley et al. (2014) the information retrieval and exchange processes at the C2 can
act as barriers to crisis coordination and collaboration among responders. Information retrieval
for situation awareness and decision making usually is triggered by a warning message or
incoming emergency call. To be adequately prepared, the emergency response decision
makers need to be able to collect the correct information at the appropriate time in the correct
format from various sources. However, the control centre often faces challenges retrieving
information from other organisations that use different emergency management and
communication systems designed to address their own specific needs and, thus, not directly
accessible by other organisations. There is a lack of interface between the control centre and
other response organisation’s software. Inter-organisational sharing is also a challenge. Large
scale incidents call for ad hoc information retrieval and spontaneous communication, however,
in most cases the organisations’ predefined structures and processes are insufficient for this
process. This deficiency requires improvisation on the part of the decision-makers. The design
solution to facilitate effective inter-organisational information exchange and communication is
to create interfaces between the different systems. Ley et al. (2014) proposed that various

heterogeneous individual systems should be connected through the development of a service-
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oriented architecture web-based system. This system provides flexibility at the technical level,
offers platform independent access that acts as a lightweight intermediary between the
different interfaces. However, challenges regarding the implementation of such a system exist
at an organisational information level due to the following reasons:

i. The knowledge of what type of information housed by a specific organisation is
relevant to other response organisations and which of these organisations rely heavily
on their many years of experience with emergency response networks. Systems,
therefore, should possess instruments for distributing appropriate and articulate
information regarding the overall emergency response process to all the involved
organisations. Since it is difficult to predict all the information needed before a disaster
occurs, actors must ensure that the necessary supplementary meta-information is
automatically added. This practice will allow even the most inexperienced users to
search through the available information and access it easily and promptly.

ii. Inorderto deal with large amounts of external information and distribute it to individual
response organisations, centralised access to the decentralised information sources
is essential. There should be a central access point with standardised interfaces
together with the offer of meta-attributes that provide organisations with information as
to where and how to access information from other organisations. This access point
can be realised by a shared, web-based information repository. To deal with the use
of outdated information the maintenance of individual information and its meta-
attributes in the repository should be decentralised. Each organisation should be

responsible for the accuracy and timeliness of the information it provides.

Another challenge associated with the retrieval of situation awareness information is the fact
that such information is differentially acquired and there are varying levels of expertise among
the users of some of the technologies. In order to deal with the terminology challenge, Ley et
al. (2014) proposed involving visualisation techniques that operate with images and icons
instead of exact terms of descriptions whenever possible. Lack of information is also a barrier
to crisis coordination and collaboration. These authors observed that, owing to time
constraints, the various response organisations often focus on themselves and their work
tasks and overlook proactively providing information to each other. This practice also can be
caused by a limited conception of what information other response organisations might find
useful. For example, a lack of information was also noted during the Hurricane Katrina disaster
when a lack of information-situation awareness hampered C2 and, hence, the response effort
(Andreassen et al., 2020a).



The disparity of information also acts as a barrier to effective information sharing amongst the
responders because some of them disseminate incomplete information. The quality of
information is difficult to assess — crisis information comes from a variety of sources including
the Internet. The truthfulness, relevance and correctness of such information is questionable.
Citizen-generated content often lacks the required level of consciousness because citizens
just transmit information without the knowledge of the relevant information required by the
authorities and other response organisations. This practice of sharing inaccurate, duplicate,
misleading and impressionistic information results in information overload that requires
considerable filtering of the data sources. Many response organisations have on-site actors

who collect and communicate information about the situation on the ground.

Mandate, power and resources: According to Sundnes (2014a) effective coordination and
control only takes place when the following three elements are adequately represented:
mandate, power and resources (Figure 2.6). Sundnes (2014a), however, observed that often
in crises, one of these three elements is inadequate. As a result, response operations become
haphazard, disorganised and without clearly stated goals and objectives. The response
operation is characterised by an unacceptably high percentage of an inappropriate and

uncontrolled influx of assistance.

Power

Culture / Language
Geography / Climate

Resources Mandate

Figure 2.6: Requirements for effective coordination

Source: Sundnes (2014b)

A mandate entails the political authorisation to provide DM and, thus, CCC requires such a

directive to provide the service. Power refers to the official capacity to exercise control. It
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means the authority, right and responsibility to implement any action needed. Effective
coordination requires the ability to control events. Thus, the ability of the CCC to dictate the
actions necessary for an appropriate response requires its possessing both the mandate and
the power to do so. Resources include the availability of knowledgeable and experienced staff,

funds, supplies and information systems that constitute the ‘means to achieve the end’.

Lack of system sustainability and resource efficiency: Effective coordination and
collaboration requires an information system capable of constantly updating and sharing
disaster information. There is also need for skilled manpower to effectively view and interpret
the evolving situation and making decisions accordingly (Bunker et al., 2014). In an
emergency situation, the operating scenario must be gathered, processed and delivered via
various technology channels such as mobile phones, telephone, SMS, email, web pages and
facsimiles to ensure effective management of the disaster. The system must be flexible,
resilient and fault tolerant. Despite emergency responders having a common disaster
response vision, similar operational characteristics, many have failed to collaborate effectively,
share personnel, tools or adopt technologies such as cloud computing, Internet of Things and

big data analytics that are currently revolutionising disaster response (Haikerwal, 2011).

Poor planning preventing the formation of a shared mental model: In a disaster situation,
decision-making needs to be dynamic and distributed across different agencies that share
common goals. While it is not practical to unify everyone’s perceptions and objectives, it is
important to have a shared mental model (SMM) to enhance collaboration amongst the various
agencies. A SMM provides information concerning individual responsibilities (Farcas et al.,
2021). A case study is the railway accident that occurred in the United Kingdom in which
coordination was difficult due to a poorly distributed SMM. Inadequately distributed shared
mental models contribute to difficulty in coordination during an inter-agency response. (Farcas
et al., 2021).

Difference in organisations: This difference can be in terms of organisational interests
(Duong & Chong, 2020). As noted by Adem et al. (2018), different organisations that
collaborate during an emergency usually have their own motivations and mission statements.
An example would be that the government would collaborate when the crisis becomes
overwhelming because it cannot deliver the aid individually. On the other hand, the NGOs
would collaborate to enhance the efficiency and effectiveness of their relief operations as well
as enhancing their organisational capacities. The private sector would collaborate as part of
their social responsibility and hence strengthen their brand and expand their work. Adem et

al. (2018) call this factor a lack of mutuality.



Adem et al. (2018) noted the different objectives and priorities, barriers of culture and
language, and the asymmetry of power between partners. Even though emergency
responders all share the same vision of providing response services to disaster victims, it is
common to expect the various sectors to face some challenges that stem from their different
cultural origins. This situation arises because the way the individual agencies perceive
information is completely different and depends on the type of tasks this information will be
used for and the fact that these agencies also have different decision factors (Abbas et al.,
2018). Therefore, to achieve mutual understanding and collective decision making, it is
important to understand that information needs to be communicated amongst the emergency
responders. The responding agencies, therefore, need to first understand their basic
concepts, processes and structures and have standardised definitions and sector specific
terminologies so as to synthesis the complete picture of the collaborative disaster response.
To address this challenge, there should be combined educational courses offered to
emergency responders and agencies should have an understanding of how all other party
operate and their cultures so as to communicate smoothly (Abbas et al., 2018). Different
response organisations have varying professional cultures that hinder them from effectively
sharing and interpreting disaster knowledge (Wolbers & Boersma, 2019). The shared values
and beliefs that an organisation holds tend to have an impact on the collaboration outcome,
culture can either facilitate or hamper collaborative practices (Prasanna & Haavisto, 2018).
However, this challenge can be addressed by training members to understand the
professional languages used by different stakeholders. According to Andreassen et al. (2019),
different agencies and institutions exhibit variations in terms of roles, command structures,
organisational structures, operational patterns and responsibilities. Response agencies lack

knowledge and understanding of each other‘s work processes (Sederholm et al., 2021).

Failure to understand the crisis operational context and lack of adaptability: Failure to
understand the crisis contextual environment can act as a barrier both to effective crisis
coordination and crisis response. The coordination of emergency response is characterised
by limited response actors, or actors with limited competencies, and unsuitable response
technology that may be hampered by the adoption of a hierarchical division of authority and
tasks. This contextual environment requires a more flexible and informal structure that
facilitates on-the-spot coordination and decision-making. Thus, coordination should be more
dependent on ongoing tasks that emerge in responding to the crisis rather than on the design.
This flexibility is achieved through considering the following processes: system resetting,
structure elaboration authority migration and role switching (Andreassen et al., 2020b). This

redistribution goes beyond the formal framework as specified in the ICS by distributing roles
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and tasks between organisations and individuals as an adaptation and operational context.
Thus, adapted managerial roles are necessary for providing a platform for emergent

coordination mechanisms (Andreassen et al., 2020b).

Lack of information governance mechanism: To make effective decisions in a disaster
information shared environment, regardless of source, there is a need to guarantee the

accuracy, authenticity, legality and reliability of the received information (Bunker et al., 2014)

Challenges of authority: According to Abbas, Madanian and Parry (2016), a potential barrier
to collaboration amongst the emergency responders is the differences in authority structures
that reflect on operational modalities, institutional cultures, capabilities and how each agency
responds to disaster. Traditionally, emergency managers have been trained according to a
C2 model that currently is proving to be out of touch with emergency response realities that
require rapid, adaptive decision-making aided by collaborative situation awareness between
the responding groups. Willis (2014) contends that responders should have a holistic picture
of the situation at hand through the establishment of cross sectorial horizontal information
exchange between responders that enables the sharing of knowledge and expertise as well
as reducing response costs. In such fluid, cross-agency and transitory arrangements,
management is different from the usual vertical and horizontal management practices
common to stable organisations and, thus, requires a different set of skills and knowledge. For
example, the C2 modus operandi is not the most appropriate in disaster situations but rather
facilitative leadership that focuses on shaping the operating context, selecting appropriate
resources and agencies, developing ways of coping with the operational and strategic
complexity is more appropriate. Abbas et al. (2018) argue that there should be clear roles and
responsibilities in cross sector collaboration that are well defined yet sufficiently flexible to

achieve the aims of the crisis response as a whole.

Technical challenges: Most of the disaster communication challenges discussed above are
organisational and human issues. However, much of this communication is facilitated by
technology that has become key in disaster response. The lack of technical compatibility, i.e.,
the ability of two or more ICT applications to accept data from each other and perform a given
task satisfactorily without the need of extra operator intervention, can be a barrier to agent
collaboration. In disaster response situations, each responder usually has its own information
storing processes and access controls that are pertinent to its mandate. Barriers to technical
interoperability include mismatched data structures, software or hardware incompatibility,
incongruous data and information channels, different terminologies, incompatible database

designs and conflicting data definitions (Loop, Lubitz, Von, Beakley & Patricelli, 2008). A lack
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of technical connectivity and flexibility is a barrier to effective collaboration as different
response organisations manipulate information from different locations, different forms and

through different channels such as offline, online or mobile (Bunker et al., 2014).

Situational awareness challenges: SA refers to people recognising and knowing what is
going on around them. Endsley (1988) defines SA as “The perception of the elements in the
environment within a volume of time and space, the comprehension and the projection of their
status in the near future”. This perception is required for moment-to-moment decision-making
and, hence, improved response performance in complex situations. This disaster information
is required timeously to mobilise resources, inform people and calm public anxiety. Commonly,
the exchange of information in such situations is usually vertical in which the top-level central
agency exchanges information with responders (Abbas et al., 2016). Although this approach
works, there is also a need to establish real-time horizontal information exchange networks
among agencies because this method is efficient, timely and leads to improved decisions and
actions. Thus, there is a need for a coordinated approach to the information exchange

essential for SA.

Inadequate knowledge and experience: This deficiency is a behavioural barrier because
partners without adequate knowledge and experience act as hindrances to effective
collaboration (Adem et al., 2018). This concurs with the views of Ley et al. (2014) who noted
that collaboration among spatially distributed response actors from different organisation is
difficult. Usually it is achieved through one-to-one phone calls that mainly depend on knowing
who to contact from which organisation. This challenge is even true for members within the
same organisation. Those members on-site and those at the control centre usually
communicate through speech or radio. Responders often find it difficult to know the right
person to contact and even how to contact them and, thus, this problem affects inter-
organisational expertise sharing. There should be a simplified way that addresses the current

needs for inter-organisational collaboration.

Legislative challenges: This difficulty applies when there are legal implications to sharing
information and relates mostly to health-related disasters. In the healthcare context, there is
a need to protect patients’ confidentiality and privacy. Thus, in collaborative disaster response,
there is a need to emphasise legal interoperability (Abbas et al., 2018). Financial and human
resources are necessary for any collaboration activity (Duong & Chong, 2020). Poor
communication has been identified (Adem et al., 2018) and includes a lack of standardised
communication (Sederholm et al., 2021). According to Adem et al. ( 2018), collaboration has

been hampered by misunderstanding of terminology.



Lack of trust, commitment and mutual respect: Commitment, information sharing, mutual
respect and trust have been identified as key success factors for effective collaboration
(Duong & Chong, 2020). According to Dubey, Gunasekaran, Childe, Roubaud, Fosso Wamba,
Giannakis and Foropon (2019), (Dubey et al., 2019) trust is a fundamental ingredient for
collaboration. Trust has interrelated and dual aspects, trust in the other party’s competence
and trust in integrity. The partners should believe that the other stakeholders are able and
willing to accomplish their duties as only through high levels of trust will better collaboration
exist (Adem et al. 2018; Prasanna & Haavisto, 2018). With trust in integrity, there is confidence
that the other party will willingly share all relevant information and not withhold any data,
commit to shared laws and contracts, work jointly with due diligence and maintain confidence.
On the other hand, trust in competencies refers to confidence that the other party has the
resources, abilities, skills and willingness to effectively contribute to the collaborative
relationship (Salem & Jarrar, 2009). Trust is an important aspect of collaborative work because
agencies that trust each other engage in joint action, problem-solving and information sharing.
Trust reduces the need for formal contracting and transaction costs and eases the need for
control (Dyer & Chu, 2003). Another important component of collaboration is information
sharing which requires that the person giving the information trusts the person receiving the
information. Interpersonal trust has a significant influence on information exchange because
once the sender perceives the receiver as someone who is not using the information
professionally and judiciously, the sender tends to withhold the information. The means of
information sharing that can influence trust can involve the use of blogs, email exchanges and
web conferencing. Co-locating main actors is another factor fostering cross-agency trust
because locating these actors in the same physical space facilitates effective communication,
increases efficiency due to better coordination of tasks, improves information interpretation
and, ultimately, reduces response time. Abbas et al. (2018) advocate incentivizing the sharing
of knowledge and information through appraisal systems as well as formulating legislation
enforcing information openness both between and within collaborative stakeholders. The
establishing of connections with the right partners is important for effective collaboration, thus,

reciprocal stakeholder relationships are key for collaboration in crisis response.

2.6 Chapter insights guiding framework development

The literature review in this chapter provided a foundational understanding that directly
informed the development of the KM framework aimed at enhancing coordination and
collaboration among emergency responders in Zimbabwe. Each subheading contributed

crucial insights that connected to the framework as explained in Table 2.1 below:



Table 2.1: Contribution of sections to KM framework development

Chapter Contribution to KM Framework Development

subheading

Disaster This section established the foundational context for the study by
management outlining the principles and practices of DM. It highlighted the necessity
overview for coordination and collaboration among various stakeholders, which

guided the framework to address specific needs and challenges faced in

Zimbabwe, ensuring its relevance.

Organisational

This section explored various theories related to organisational structure,

coordination
mechanisms
and

collaboration

theory in | culture, and dynamics, thus providing insights into how emergency

disaster responders operate. This understanding allowed the framework to

management incorporate elements that promote effective collaboration and alignment
of goals among different agencies.

Crisis This section reviewed literature on the existing coordination mechanisms

highlighting effective strategies and areas needing improvement. It
informed the KM framework’s recommendations for strategies that build
on existing strengths while addressing gaps and inefficiencies, ultimately

enhancing coordination among emergency responders.

coordination
and

collaboration

practices
Barriers to | This section reviewed and identified potential obstacles that hinder
effective effective communication among emergency responders. By recognising

these barriers, the framework proposed targeted KM strategies designed
to mitigate them, ensuring that it not only promotes collaboration but also

addresses specific challenges faced in Zimbabwe.

2.7 Chapter summary

The reviewed literature has shown that effective crisis coordination requires a balance
between the two approaches to coordination, i.e., adapting the C2 control approach for formal
structures and SOPs while at the same time focusing on adaptability, agility and improvisation.
Decentralisation tends to offer significant advantages during extreme events. Previous studies
have shown that decentralised approaches to disasters provides more effective and
harmonious disaster response compared to the centralised approach. This chapter has shown

that responding successfully to extreme events requires different organisations to collaborate



effectively. This practice requires active communication channels for information sharing,
requesting resources, exchanging expertise and reporting and briefing. Thus, a coordination
response operation network is formed through which these different actors exchange
resources, expertise and information. It also emerged from the discussions that efficient
coordination involves large volumes of information sharing and seeking as well as rapid
decision-making.



CHAPTER THREE

KNOWLEDGE MANAGEMENT AND ICTS FOR EMERGENCY AND CRISIS
RESPONSE

3.1 Introduction

The purpose of this chapter is to comprehensively review literature that addresses this study’s
research objective 3, namely: “To recommend key Knowledge Management (KM) strategies
that DCP can implement to ensure effective coordination and collaboration among emergency
responders in Zimbabwe.” The main research question is “What are the KM strategies that
can be implemented in crisis response to ensure effective coordination and collaboration?”
This question is supported by two sub-questions: (1) “What are the barriers to effective
coordination and collaboration in crisis response?” and (2) “What ICTs can be used for
managing crisis information and for collaboration?” There are many studies and articles
discussing KM and ICTs. However, since the focus of this research was on the use of KM and
ICTs for crisis coordination and collaboration, only certain areas were considered appropriate

for review. Figure 3.1 below provides the chapter roadmap to guide the reader:

KNOWLEDGE MANAGEMENT AND ICTS FOR EMERGENCY
AND CRISIS RESPONSE

3.1 Introduction
3.2 Definitions
3.3 The Knowledge Based View
3.4 Knowledge Management Overview
3.5 Knowledge Management Life Cycle
3.6 Leveraging ICTs to Enable the KM Cycle
3.7 KM Frameworks and Models
3.8 KM Strategies for Crisis Response
3.9 Chapter Insights Guiding Framework Development
3.10 Conceptual Framework

3.11 Chapter Summary

Figure 3. 1: Chapter outline

Source: Author



3.2 Definitions

3.2.1 Knowledge

Knowledge is defined as the purposeful coordination of action. Antunes and Pinheiro (2020)
describes knowledge as the intellectual resources of an organisation. They emphasise that
an organisation's ability to use and leverage knowledge is heavily dependent on its human
resources, who create, share and use that knowledge. Knowledge, therefore, can be

encouraged by a set of collaborative HRM practices (Antunes & Pinheiro, 2020).

3.2.2 Knowledge management

Knowledge Management (KM) is concerned with managing people’s relationships as well as
how the people who implement the KM processes are effected by organisational structures,
leaders, process teams and culture (Fombad & Fombad, 2018). Fombad and Fombad (2018)
focus on the impact of organisational factors on KM processes, highlighting structures, leaders
and teams' roles in KM. On the other hand, Iskandar, Jambak, Kosala and Prabowo (2017),
defines KM as the effort expended to systematically find, organise and make available a
company’s intellectual capital and to foster a culture of continuous learning and knowledge
sharing so that organisational activities build on what is already known. Their definition places
more emphasis on organising and making available intellectual capital and fostering a culture
of continuous learning and knowledge sharing. Similarly, Oktari et al. (2020) describe KM as
facilitating the collective and systematic creation, distribution and utilisation of knowledge by
individuals, teams and the entire organisation to achieve the organisation’s goals. Oktari et
al.'s (2020) definition takes a holistic approach by stressing the collective and systematic
creation, distribution and utilisation of knowledge throughout the entire organisation, including
individuals and teams and, thus, this definition was adopted in this study. KM’s focus goes
beyond mere data accumulation and retention, it pertains to guaranteeing that appropriate
information is accessible to the correct individuals when needed, thus, highlighting the
importance of knowledge application rather than just knowledge creation. Mouritsen (1999)
provides another interesting definition by describing KM as a process that seeks to prevent
the retention of knowledge within specific employees or divisions, and instead, encourages its
dissemination and application throughout the entire organisation. The focus of this definition
is to ensure a connection between those who possess certain knowledge and those who need

that knowledge.



It is interesting to note that all definitions centre on the idea of managing knowledge within an
organisation to achieve specific objectives. Emphasis is also placed on the importance of
culture and people in KM implementation and the importance of organisational learning (OL)
and leveraging existing knowledge to improve organisational activities. However, the

definitions differ regarding the specific elements on which they focus within the KM process.

3.2.3 Knowledge management systems

Knowledge management systems (KMS) are designed and used by organisations specifically

for the creation, sharing and storage of knowledge.They facilitate open and collaborative
ecosystems as well as the exploitation of both external and internal flows of knowledge
(Santoro, Vrontis, Thrassou & Dezi, 2018).

3.3 The Knowledge-Based View

3.3.1 The foundations of the knowledge-based view

The knowledge-based view (KBV) of the firm is an extension of the resource based view
(RBV). The interpretation of knowledge as a resource establishes the theoretical connection
between the RBV and the KBV. The RBV primarily concerns the internal aspects of the
organisation, its capabilities and resources and how these can contribute to the overall
effectiveness of the organisation (Pereira & Bamel, 2021). The RBV cautions against focusing
on external factors, such as market conditions or competition, but rather on leveraging its
internal resources effectively. The RBV theory maintains that by utilising its unique resources
and capabilities, an organisation can create a competitive advantage that can set it apart from
its competitors (Curado & Bontis, 2006). A fundamental concept of this theory is that there are
differences in capabilities and resource heterogeneity, thus, resources that are rare and

valuable compared to those of competitors differentiate the organisations.

Knowledge heterogeneity refers to the assorted nature of knowledge that is present within an
organisation, this knowledge can be tacit or codified. This heterogeneity is crucial because it
influences a firm’s ability to create value and sustain competitive advantage. Heterogeneity
contributes to an organisation’s competitiveness because firms strive to combine and diversify
different knowledge to enhance their organisational capabilities (Srivastava, 2022). The
emphasis of the firm’s KBV is that organisations are heterogeneous entities that are loaded
with resources and their resource base increasingly comprises knowledge-based assets
(Curado & Bontis, 2006).



One of the key propositions of the KBV is that an organisation exists to create, transfer and
transform knowledge into competitive advantage (Curado & Bontis, 2006). Thus, in the context
of DM, knowledge can be extremely valuable to the Department of Civil Protection (DCP). The
DCP can benefit from access to up-to-date and accurate disaster information and knowledge
that allows it other response organisations to make more informed decisions, including the
efficient allocation of resources as well as improved coordination. By managing disaster
information and knowledge, the DCP can leverage institutional knowledge, including lessons
learned from past disasters. The DCP can utilise this knowledge to predict challenges and
identify and implement best practices. The DCP can also acquire and store knowledge about
the community, including indigenous knowledge (1K), community needs, available resources,
assets, skills and capabilities, all of which allow the unit to tailor its response accordingly. This

practice enhances the DCP’s overall effectiveness in disaster response.

3.3.2 Challenges and limitations of the knowledge-based view

Organisations may mistakenly consider the higher knowledge content of products and
services as an indicator in their effort to transition into a knowledge-based organisation.
However, the correct approach lies in the intangible assets beneath the surface (Curado &
Bontis, 2006). Although knowledge is a strategic asset that can facilitate better coordination
between various organisations, there are technological and organisational arrangements that
need to be put in place to ensure effective coordination (Srivastava, 2022). These includes,
leveraging advanced communication technologies, multimedia technology, network-based
systems, integrated software applications and fostering cross-functional collaboration within
organisations to improve KS and coordination (Srivastava, 2022). The tools should facilitate
seamless information exchange between the different units within the organisation.
Organisational arrangements that foster coordination include focusing on creating structures
that support effective KM and knowledge governance. A KM culture should be cultivated with
clear lines of responsibilities, promoting continuous learning and developing mechanisms for
KS (Srivastava, 2022). According to Srivastava (2022) it is crucial to first understand how
knowledge is currently defined and managed within an organisation to identify gaps and
limitations in the current KM practices. This practice will lead to improvements that align with
the organisation’s objectives. Assessment of a firm’s true competitive advantage can be
limited by the difficulties in accurately measuring and valuing intangible knowledge assets

while collaboration can be hindered by knowledge silos.



3.4 Knowledge management overview

3.4.1 Organisational drivers of knowledge management

The most common organisational drivers of KM include the retirement of key personnel, the
need to reduce costs and effort through improving internal efficiencies and the need for
innovation. In DM process, common drivers include fragmented knowledge, organisational
silos, a reactive culture, a lack of standardisation, institutional memory loss and information

overload. Figure 3.2 below shows the key drivers of KM.

When you know you need KM

Misunderstandings, conflicts,
disagreements

Mistakes, slow response to

mistakes Giving mixed signals to

external parties
Poor decisions, exposure to
risk Groups pulling in

oo different directions
Organisation is seen as

reactive, slow to respond

to needs or environment Knowledge secrecy, silos,

key info hard to find

Mistakes are repeated,
climate discourages Learning
improvement or transfer
of better practices

Key knowledge lost when
key people leave or
contracts end

Competencies and skills Not able to recover
do not keep up with past decisions,
demands of the job Cost of reinventing agreements, policies,

New hires poorly the same wheel, rationales
supported, take a long solving the same
time to reach effective problems
performance

Figure 3. 2: Common KM drivers

Source: (www.straitsknowledge.com, 2010)

3.4.2 KM implementation perspectives

Shujahat, Sousa, Hussain, Nawaz, Wang and Umer (2019) view KM implementation from four
elements: people-centred, process-centred, technology-centred and goal-oriented. In the
same line of reasoning, Oktari et al. (2020) view the implementation of KM from three

perspectives: IT, people and processes.



3.4.2.1 People-centred KM implementation perspective

The people-centered group believes in the development of people, human intellect,
organisations as well as management skills. This perspective acknowledges that knowledge
resides within people’s interactions and experiences. People hold the tacit knowledge that is
critical in knowledge creation. According to this group, knowledge transfer (KT) between
external partners and within the organisation is the main objective of KM (Oktari et al., 2020).
This perspective, thus, prioritises the role of individuals in the process of managing knowledge.
KM activities under this perspective include encouraging the creation of communities of
practices (CoPs) as well as cross functional teams. The emphasis is also on fostering a culture
of knowledge sharing, collaboration and continuous learning. Interpersonal open
communication is strongly valued and the significance of capturing tacit knowledge is
recognised. This perspective can lead to increased problem solving and innovation. However,
the success of the people-centred approach relies heavily on the individual’s willingness to
share knowledge and, thus, may require the organisation to change its culture and behaviour.
It is also challenging to quantify and measure the impact of the people-centred approach on
KM.

3.4.2.2 Technology-centred KM implementation perspective

The IT perspective group believes that knowledge can be encoded, stored, transmitted and
processed by IT systems, thus, IT becomes crucial in managing knowledge (Oktari et al.,
2020). The focus of this perspective is on leveraging technological solutions to facilitate
knowledge storage, retrieval and dissemination. The technology perspective utilises artificial
intelligence (Al), search algorithms and data analytics to enhance knowledge access. The
emphasis is on using various platforms, software tools and systems for KM. Priority is given
to automation, digitisation and efficient information retrieval. The technology perspective often
involves the implementation of intranets, knowledge bases and content management systems.
In line with the IT perspective Fombad and Fombad (2018) assert that ICTs are at the centre
of KM and play a key role in retrieving the varieties of tacit and explicit information and
knowledge that is embodied in systems. The benefits of the technology perspective includes
the facilitation of remote collaboration and communication as well as the automation of routine
KM tasks. The technology perspective supports the accurate and rapid search for relevant

knowledge. It enables efficient storage and retrieval of a large volume of information.

However, Tashfeen and Ahmad (2017) argue that KM solutions concentrating entirely on

technologies have met with partial success because an overemphasis on technology can



neglect the human and social aspects of KM. The technology perspective requires ongoing
updates and maintenance to remain effective. In addition, this perspective might not

effectively capture tacit knowledge (Shujahat et al., 2019).

3.4.2.3 Process-centred KM implementation perspective

The process-centred perspective emphasises the creation of efficient and structured
processes for capturing, organising and sharing knowledge within an organisation. This
practice also refers to the business processes (Edwards, 2011). Priority is given to the creation
of seamless information flow across the organisation. The focus is on creating clear protocols
and guidelines for knowledge sharing. Emphasis is placed on standardised workflows and
procedures for KM. This procedure often involves the development of documentation systems.
The process-centred perspective facilitates quick access to relevant information and
enhances consistency in the management of knowledge but overlooks the social and human
aspects of knowledge sharing. This perspective also supports better monitoring and tracking
of knowledge related processes. However, the standardisation can lead to rigidity in structures
that may not accommodate creativity and flexibility. This process-centred perspective also

requires continuous updates to accommodate changing needs.

3.4.2.4 Goal-centred KM implementation perspective

The goal-centred perspective aligns KM efforts with an organisation’s overarching goals and
objectives. This perspective gives priority to KM activities and strategies that help achieve
those goals. It places heavy emphasis on knowledge related goals that directly contribute to
organisational success (Shujahat et al., 2019). This perspective maximises the value and
relevance of KM activities because it ensures that KM efforts have a tangible impact on the
organisational goals. However, adopting a goal-centred perspective may require adjustments

to KM strategies as organisational goals evolve.

3.4.2.5 Holistic approach to KM implementation

It should be noted that organisations often find success by integrating all the above
perspectives and tailoring their KM strategies to their specific objectives, needs and culture.
This practice concurs with findings of Rohajawati & Akbar's (2021) study which examined the
relationship between people, process and technology in Indonesian hospitals. These
researchers found out that an IT system is used to enable information systems that can collect,

store, organise and transfer data and information. However, for successful implementation,



technology should support the needs of the KM people and processes (Rohajawati & Akbar,
2021). Similarly, Tomé, Gromova and Hatch (2022) also discovered that a crisis is solved by
using technology and teaching the responders to become competent using IT. Edwards (2011)
argues that without thinking about the way people, organisations, and technology actually
perform activities, any implementation of a KM initiative is at best risky and at worst doomed
to failure. Thus, people, processes and technology are the three basic elements in a KM
implementation (Ganapathy, Mansor & Ahmad, 2019). The success of applying these KM

perspectives depends on the level of understanding of the crisis context.

3.4.3 Role of KM in emergency and crisis response

Due to the evolving nature of a disaster, KM becomes a key facet in improving the
responsiveness to environmental changes (Santoro et al., 2018). This view is supported by
Tomé et al. (2022) who argues that KM should be at the centre of crisis management. Through
the use KMS organisations can collect, organise and disseminate accurate and up-to-date
crisis related information comprising data related to the resources available, affected areas
and best practices for handling similar situations. KM facilitates SA and, thus, minimises the
impact of disasters (Oktari et al., 2020). For example, for anticipating and understanding how
the crisis is progressing, responders need shared mental models. This behaviour uses intuition
and memory to support decision-making. Thus, for the creation of shared mental models, crisis
management teams use both tacit and explicit knowledge (Commonwealth of Australia, 2018).
KM supports decision making because the KM tools provide valuable insights and lessons
learned from past crises. This knowledge enables the responders to make better decisions
based on evidence and experience that helps them timeously generate problem-solving plans.
Responders use tacit knowledge in the form of expertise to allow them to select the best

possible action for the most effective outcome (Commonwealth of Australia, 2018).

KM facilitates the cross-fertilisation of ideas. According to Oktari et al. (2020), KM facilitates
the process of acquiring, sharing and making use of knowledge. With KM, people are kept up
to date and this knowledge helps them build a communal bond within the organisation. Oktari
et al. (2020) argue that KM improves the effectiveness of an organisation’s operations and

this enhances its innovativeness.

According to Commonwealth of Australia (2018), crisis decisions should be accurately
documented providing justifications for the decisions taken throughout. These documented
decisions then act as institutional memory, a frame of reference for others managing the crisis

and a check point for cognitive biases (Commonwealth of Australia, 2018). This process helps



in the capturing of lessons learned from the response effort allowing for continuous
improvement. KM facilitates the building of organisational memory which reduces the chances
of ‘reinventing the wheel’. KM platforms can provide timely access to relevant training material,
standard operating procedures (SOPs) and guidelines for responders to engage promptly in
the learning and training necessary for achieving their goals. This process improves the
organisation’s flexibility and agility. KM helps diffuse best practices within the organisation
and, thus, enables the organisation to solve problems quickly. KM is essential for

organisations to make better decisions and increase productivity (Ganapathy et al., 2019).

For CoP, KM promotes peer-to-peer mentoring that helps individuals develop their
professional skills. KM also provides a centralised information sharing and idea exchange
platform and coordination. KM facilitates more effective collaboration and networking and
helps individuals develop both a common language and a professional code of ethics for the
organisation. It ensures that accurate information is shared consistently with all stakeholders
to minimise misinformation and panic. KM also allows responders to identify potential risks
and vulnerabilities before and during a crisis so that they can take proactive measures to

mitigate the crisis impact. KM allows for resource optimisation.

¢ Impact of KM on crisis response outcomes.
In the context of crisis response, effective KM can significantly enhance outcomes such as
response time, effectiveness, and community resilience. By ensuring that critical information
is readily available and easily communicated, KM systems can fundamentally improve how
organisations and communities address crises, ultimately leading to better preparedness and

recovery.

The role of KM in enhancing disaster response outcomes is increasingly recognised in both
academic literature and practical applications. One significant aspect is the integration of
indigenous knowledge, which has been shown to enhance community resilience during
disasters. Indigenous practices often provide valuable insights into local risk reduction
strategies, as these practices are deeply rooted in the community's historical experiences and
environmental contexts. Haque (2018) highlights that local knowledge is essential for
improving disaster risk reduction s